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	Competency 14: Requirements Management

	

	Competency Element: 14.1

	· Prepares direction and guidance in support of information technology (IT) acquisition reviews at various stages of the program life cycle.

	Element Issues (DAU): List ambiguities, misunderstandings, etc. to help IT FIPT next time they update competencies

	

	Acquisition Workforce IT Qualification Standard Product (DAU)	

	· 14.1.1 Approved Software Solution Architecture

	Acquisition Workforce IT Qualification Standard Tasks related to Product (DAU)

	1. Plan and schedule the Software Specification Review (SSR).
2. Identify Software Requirements Specifications (SRS) and Interface Requirements Specifications (IRS) and ensure they trace to each other and to warfighter requirements.
3. Assess the Operations Concept Documents and System Performance Specifications to identify functions to be performed, and assess that the software solutions identified in the SRS are the appropriate solutions for the functions designated.
4. Verify that the software architecture maps to the system architecture to ensure that the software functions identified interface properly with the rest of the system.
5. Review the contractor’s software (configuration) items to be included in the system’s allocated baseline.
6. Identify areas for corrective actions and verify close-out.
7. Document and report government concurrence with the developer’s software solution architecture.
Amplifying Steps: 
The SSR is a Best Practice Technical Review and not a mandated review at this time. The SSR should be held after the System Functional Review (SFR) but before the Preliminary Design Review (PDR).

	AWQI References (DAU)

	1. Test & Evaluation Management Guide, Chapter 15 - Software and IT Testing Considerations, 15.
2. Role of the Software Specification Review (https://acc.dau.mil/CommunityBrowser.aspx?id=518288)
3. [bookmark: _temg_]DAU Glossary Software Specification Review (SSR) (https://dap.dau.mil/glossary/Pages/2663.aspx )
4. EIA 632 para 5.7.10.1 (499B) Software Specifications Review (SSR)
5. NAVAIR Software Specifications Review (SSR) Program Assessment Checklist
6. (http://www.navair.navy.mil/nawctsd/Resources/Library/Acqguide/4355-19.doc )
7. DoDI 8500.01
8. DoDI 8510.01

	 Assumptions (DAU)

	

	TLO (Job Product or Service) (DAU; SME can make recommendations)
	BLOOM/COURSE

	· TLO 14.1.1 Given a Department of Defense (DoD) IT acquisition scenario, apply requirements engineering concepts and techniques to support the acquisition of a necessary software-reliant system.
	BLOOM: 6
LEVEL: 3

	ELO(s) with Major Takeaway (MT) (tasks which are required to build the product or service) (DAU)

	ELO 14.1.1.1 Understand the concept of a requirement.
· MT1. Understand the different types of requirements.
· MT2. Understand the structure and characteristics of good requirements.
· MT3. Identify the problems in poor requirements.
· MT4. Produce a reasonably good functional requirement with a performance threshold given a DoD acquisition scenario.
Assessment Strategy: Quiz
	BLOOM: 1
LEVEL: 1

	ELO 14.1.1.2 Distinguish the different activities that comprise requirements engineering.
· MT5. Explain the requirements engineering discipline, including its definition, purpose, and component activities.
· MT6. Comprehend requirements identification, including its definition, purpose, and work products.
· MT7. Comprehend requirements analysis, including its definition, purpose, and work products.
· MT8. Comprehend requirements specification, including its definition, purpose, and work products.
· MT9. Comprehend requirements verification and validation, including its definition, purpose, and work products.
· MT10. Comprehend requirements management, including its definition, purpose, and work products.
Assessment Strategy: Quiz
	BLOOM: 2
LEVEL: 1

	ELO 14.1.1.3 Apply popular techniques for performing the different requirements engineering activities.
· MT11. Demonstrate basic understanding of the following popular techniques for performing requirements identification: eliciting requirements from stakeholders, reusing requirements from similar programs, and requirements workshops.
· MT12. Demonstrate basic understanding of the following popular techniques for performing requirements analysis: use case modeling, logical data modeling, data flow diagrams, mission threads, user stories, and scenarios.
· MT13. Demonstrate basic understanding of the following popular techniques for performing requirements specification: textual requirements specification documents, requirements management tools such as DOORS, and spreadsheets.
· MT14. Demonstrate a basic understanding of the following popular techniques for performing requirements verification and validation: inspections, reviews, walkthroughs, and key word–based analysis tools.
· [bookmark: _GoBack]MT15. Demonstrate a basic understanding of the following popular techniques for performing requirements management: requirements management tools such as DOORS, spreadsheets, and requirements tracing between the specifications in a spec tree.
· MT16. State the relative strengths and weaknesses of two requirements engineering techniques.
Assessment Strategy: Quiz
	BLOOM: 3
LEVEL: 2

	ELO 14.1.1.6 Given a list of federal regulations, identify those that regulate requirements engineering for DoD software-reliant systems acquisitions.
· MT17. Determine the impact of (specific regulation TBD) on requirements engineering.
Assessment Strategy: Quiz
	BLOOM: 3
LEVEL: 2

	ELO 14.1.1.4 Differentiate the different types of requirements documents and how they relate to each other.
· MT18. Analyze the following requirements documents: Initial Capabilities Document (ICD), Capabilities Development Document (CDD), Concept of Operations (CONOPS), System Requirements Document (SRD), System/Subsystem Specification (SSS), Software Requirements Specification (SRS), and Interface Requirements Specification (IRS).
· MT19. Analyze older requirements specifications such as Mission Needs Statement (MNS), Operational Requirements Document (ORD), and System/Segment Specification (SSS).
· MT20. Analyze a spec tree and the relationship among the different specifications in a spec tree. 
Assessment Strategy: Quiz
	BLOOM: 4
LEVEL: 2

	ELO 14.1.1.5 Explain the impact of the choice of development cycle (e.g., waterfall and evolutionary), formal review (e.g., SSR or IPR), and deliverable (e.g., CONOPS, SSS, SRS, or DOORS database) on the selection of requirements engineering methods and associated techniques.
· MT21. Explain the impact of an evolutionary development cycle on requirements engineering.
· MT22. Explain the impact of the selection of formal milestone reviews on requirements engineering.
· MT23. Explain the impact that a requirements deliverable has on requirements engineering, especially when the requirements are delivered in the form of a requirements management tool’s repository.
Assessment Strategy: Quiz
	BLOOM: 5
LEVEL: 3

	
	

	ELO 14.1.1.7 Given an excerpt from applicable DoD Instructions regarding the Defense Unique Software Intensive Program Model and Incrementally Fielded Software Intensive Program Model, use at least two reasons to discriminate the difference between the models with regard to their impact on requirements engineering.
· MT24. Evaluate the requirements ramifications of each DoD5000.02 Defense Acquisition Program Model.
Assessment Strategy: Quiz
	BLOOM: 6
LEVEL: 3

	Element Issues (DAU): List ambiguities, misunderstandings, etc. to help IT FIPT next time they update competencies

	

	MAJOR TAKEAWAYS (MT) with REFERENCES and CONTENT (Subject Matter Expert (SME)

	MT1. Understand the different types of requirements. IT acquisition managers need to understand the range of the different types of functional and nonfunctional (quality) system requirements. The most difficult to understand and quantify are quality requirements because they can impact several components.
The term requirement, as used in this document, connotes “a condition or capability needed by a user to solve a problem or achieve an objective.” This definition is consistent with DoD definitions [DoD 2012]. Other definitions found in DoD policy and guidance documents include the following [Fairley 2009]:
1. Requirements are characteristics that identify the accomplishment levels needed to achieve specific objectives under a given set of conditions.
A requirement states what the system is supposed to accomplish but does not specify how the system is to perform. 
Requirements are binding statements in a document or in a contract. 
There has been considerable research into requirements, both from the software as well as the larger system perspectives. Requirements can be viewed from many different perspectives, e.g., user requirements, product requirements, and system requirements. Requirements are often divided into functional and nonfunctional requirements [Leffingwell 2007].The latter class consists of such qualities as usability and dependability (i.e., the “ilities”); these are often called “quality attributes,” rather than nonfunctional requirements. Requirements can also be derived, that is, requirements that are implied or transformed from higher-level requirements. For example, a requirement for long range or high speed may result in a derived design requirement for low weight. Requirements can also be implied or suggested without being directly or explicitly stated.
Requirements are critical for all engineers because they represent everything that the engineer cannot change—everything else is in the engineer’s design space. As a result, the important questions for an engineer at any point in the development life cycle include “What decisions are locked down?” and “Who can change those decisions?” From a software engineer’s perspective in particular, there is a set of decisions at each level of decomposition of the software that resulted in the requirements for that level of decomposition. Those cannot be changed, but there is also a set of design decisions that engineers must make to further the implementation. These design decisions will impose a set of requirements for the next levels of decomposition, and so forth. 
Program managers need to know that they have a good set of requirements (e.g., the requirements are complete or adequate for the system undergoing development). A good set of requirements has at least eight characteristics, or attributes, which can be arranged under three broad sets dealing with different issues. These broad sets and their characteristics can all be defined by words beginning with the letter “C”:
· Communication, dealing with whether requirements are complete, clear, and consistent
· Control, dealing with whether requirements are certifiable, chosen, and traceable
· Construction, dealing with whether requirements are credible and clean
1. Communication Characteristics deal with whether requirements are complete, clear, and consistent. This set of communication characteristics deals with issues related to whether the set of requirements is good enough to communicate between the users and the developers. Because they have different backgrounds, it is important that the developers understand what the users say they want. The key communication characteristics are that requirements should be
· Complete: All that is needed is stated.
· Clear: They are unambiguous.
· Consistent: They do not contradict other requirements.
2. Control Characteristics
A set of requirements must do more than communicate; there are also issues of how they will be controlled through the project. The key control characteristics are that the requirements must be
· Certifiable: They can be verified and validated.
· Chosen: They have been ranked by importance.
· Traceable: They can be traced forward and backward.
3. Construction Characteristics
Even with a set of requirements that communicates well and can be controlled, there is still the issue of how they affect the developers. The two key construction characteristics of the requirements are
· Credible: What is asked for is technically possible.
· Clean: They do not make any implementation decisions.
4. Summary
These eight characteristics often overlap in detail, but by emphasizing the issues of communication, control, and construction, they focus the users on creating a solid set of requirements that can result in a system that meets their needs. 
Another important point is how the overall system requirements are governed. The Department of Defense Instruction (DoDI) 5000.2, dated January 7, 2015, formally discusses three classes of systems (i.e., weapon systems, information systems, and business systems). It also recognizes three other types of systems: C4ISR, Infrastructure, and Modeling and Simulation. The statutes governing defense acquisition programs are complex, and the categories into which a program falls will impact acquisition procedures. The designation of a program as an MDAP, a MAIS program, or a Major Weapons System—and the determination that the program is an Information System, a Defense Business System, or responds to an urgent need—affects program procedures and policies.

Finally, once the system requirements are in place, the systems engineer focuses on completing the logical design or system architecture that supports the requirements and follow-on implementation. In recent years, model-driven development (MDD) has attracted a significant amount of attention, especially for software-reliant systems. A successful example is the Trident Guidance MK6 MOD1 Program, Government: Strategic Systems Program, Industry: Draper Laboratory, for which the program used an MDD approach to continuously verify requirements using simulations and modeling to drive the systems engineering process. 

References
Allen, Julia H.; Sean J. Barnum, Robert J. Ellison, Gary McGraw, and Nancy R. Mead. Software Security Engineering. Addison-Wesley Professional, 1st ed. 2008. ISBN: 032150917X – Chapter 1 provides a good overview.
 
Department of Defense. Definitions, DoD Instruction 1035. April 4, 2012.

Leffingwell, Dean. Scaling Software Agility: Best Practices for Large Enterprises. Pearson Education, 2007.

Fairley, Richard. Managing and Leading Software Projects. Wiley, 2009.

NDIA Top 5 Program Awards, Trident Guidance MK6 MOD1 Program, 2012 DoD, Systems Engineering Excellence Award, 2012.
Nidiffer, Kenneth. Potential Use of Agile Methods in Selected DoD Acquisitions: Requirements Development and Management, Technical Note CMU/SEI-2013-TN-006, April 2014.


MT2. Understand the structure and characteristics of good requirements. IT acquisition managers need to know when they have good requirements statements. Fairley and others have noted several negative characteristics of requirements:
1. Incorrect (e.g., incorrect statement of an operational requirement)
2. Incomplete (e.g., omitted requirement)
3. Inconsistent (e.g., requirements that are pairwise inconsistent)
4. Ambiguous (e.g., meaning of the statement is unclear)
5. Infeasible (e.g., requirement impossible to achieve given the state of technology)
6. Difficult to achieve (requirements will be difficult to implement with available resources, schedule, and technology)
7. Over-specified (e.g., requirement exceeds operational needs, causing additional cost)
8. Overly constrained (e.g., constraints on performance and reliability are excessive for operational need, causing additional cost)
9. Not traced (e.g., requirement has not been traced to previous or subsequent phases)
10. Cannot be validated (e.g., requirement is not stated in a manner that provides validation criteria)
11. Not verifiable (e.g., completeness, correctness, and consistency of the requirement cannot be verified by any reasonable verification method)

Reference

Fairley, Richard, Managing and Leading Software Projects, IEEE/Wiley, ISBN: 978-0-470-29455-0, 2009


MT3. Identify the problems in poor requirements. Poor requirements can lead to schedule and cost overruns and customer dissatisfaction. Many of the characteristics mentioned in [Fairley 2009] represent problems with poor requirements. IT managers need to understand that new requirements can arise often during a software project as knowledge is gained and the scope of the project and the product emerge, and the development team must apply that same rigor in assessing these requirements relative to goodness as they applied with the original requirements.

Reference

Nidiffer, Kenneth, et al., Software Extension to the PMBOK Guide Fifth Edition, IEEE Computer Society and Project Management Institute, ISBN: 978-1-62825-013-8, 2013

MT4. Produce a reasonably good functional requirement with a performance threshold given a DoD acquisition scenario. User needs include desired product features and quality attributes along with performance thresholds. The process of determining user needs is known as requirements elicitation. Some of the more widely used techniques include the following:
1. Introspection – what would I want/need/desire if I were a user of the proposed system?
2. Brainstorming – free association and generation of ideas for the proposed system
3. Post-It notes and whiteboard – create, modify, group, and rearrange statements of needs and desires
4. Paper prototypes and storyboards – construct interfaces and operational scenarios
5. Questionnaires – which of the following features do you need/desire?
6. Open-ended interviews – tell me how you would use the proposed system?
7. Focus groups – please tell us what you would want/need/desire in the proposed system
8. Operational walkthroughs – development of scenarios by interacting with users
9. Demonstrations – how do you like this interface? what should be added/removed/changed?
10. JAD (joint application development) sessions – facilitated meetings with users to better understand their requirements

At the end of the day, the program manager wants to know that the program has complete, correct, and consistent system requirements—both functional and nonfunctional (i.e., quality requirements)—in the context of adequate performance thresholds given a DoD acquisition scenario. The difficult question is how to establish the threshold requirements. The above approaches can help with defining these thresholds; however, no single approach will usually prove to be adequate. Unfortunately, there is very little guidance in the technical literature on how to establish these threshold requirements. Case studies are a tool that can be used to provide realism and bring the systems engineering practice to the classroom relative to setting threshold requirements, but the number of cases available are limited. Another approach is to use model-driven development (MDD), or model-driven engineering (MDE), early in the program. This is especially true of software-reliant systems. One benefit of MDD is that it enables a program to capture domain knowledge in formal, high-level models. These models are usually exercised in simulations, which can be used to establish, measure, and control threshold requirements.

Reference

Leffingwell, D. and D. Ledweg. Managing Software Requirements: A Use Case Approach, Addison-Wesley, 2003

MT5. Understand the requirements engineering discipline, including its definition, purpose, and component activities. The requirements engineering discipline is used to elicit, develop, and analyze customer and contractual requirements. Some of the steps include the following:
1. Elicit, analyze, validate, and communicate customer needs, expectations, and constraints.
2. Collect and coordinate stakeholder needs.
3. Develop the life-cycle requirements of the product.
4. Establish the customer requirements.
5. Establish initial product and product component requirements consistent with customer requirements.

Reference

Gallagher, Brian. CMMI for Acquisition – Guidelines for Improving the Acquisition of Products and Services, Second Edition, Addison Wesley, ISBN: 987-0-321-71151-9, 2009

MT6. Understand requirements identification, including its definition, purpose, and work products. The operational requirements that result from the requirements elicitation are documents in a Concept of Operations that, along with contractual requirements and design constraints, provide the input to requirements analysis. The format and contents of the Concept of Operations vary, but a good source is the IEEE Standard 1362, which lists the contents as follows:
1. Needs and expectations that motivated development of a new system or modification of an existing system
2. An operational vision for the proposed system
3. Modes of operation for the proposed system
4. User classes and characteristics
5. Kinds and characteristics of operations personnel
6. Operational requirements
7. Operational scenarios
8. Prioritized system features and quality attributes
9. Impact of the proposed system on the development, operational, and maintenance environments
Reference

IEEE Standard 1362, IEEE Guide for Information Technology – System Definition – Concept of Operation (ConOps) Document, 1998 

MT7. Understand requirements analysis, including its definition, purpose, and work products. The process of requirements analysis is concerned with clarifying operational requirements and restating them in terms that provide objective criteria that can be used to verify and validate that the specified system is ready for delivery; will be complete, correct, and consistent with respect to the objectively stated requirements (verification); and will satisfy its intended purpose in its intended environment (validation). Elicitation and analysis typically require negotiation with users and other contract stakeholders. Typical work products can include use cases and sequence diagrams. The analysis activity produces the technical specifications, along with the process constraints (e.g., schedule). 
Reference

Rumbaugh, S., Jacobson, I, and Booch, G. The Unified Modeling Language Reference Manual, Addison-Wesley, 1998. 

MT8. Understand requirements specification, including its definition, purpose, and work products. The technical specifications that are derived from the operational requirements include
1. primary requirements – Primary requirements are operational features that have been translated into objectively stated specifications (i.e., both functional and nonfunctional requirements).
2. derived requirements – Derived requirements are requirements for system features and quality attributes (nonfunctional requirements) that are not visible to users but are necessary to support the operational requirements. For example, the single operational requirement stated by U.S. President Kennedy in 1961, “…to put a man on the moon and return him safely to the Earth by the end of this decade, …” had several derived requirements. 
3. design goals – Design goals are requirements stated in a manner that does not support objectively stated verification and validation criteria. 
4. design constraints – A design constraint restricts the design space available to the designers and may result in a suboptimal design of the system (i.e., a suboptimal design is one that optimizes particular features or quality attributes at the expense of others).
The IT acquisition manager needs to know that the four kinds of technical specification should be separately identified and listed within their own category. 
Reference

IEEE Std 830-1998, IEEE Recommended Practice for Software Requirements Specifications, IEEE Computer Society, 20 October 1998

MT9. Understand requirements verification and validation, including its definition, purpose, and work products. In general, verification is concerned with determining the degree to which a work product satisfies the conditions and constraints placed on it by other work products and work processes (i.e., Is the product being built right?). This means that the work product must be complete, correct, and consistent with respect to other work products and work processes. There are three distinct areas of requirements verification:
1. Determining the internal completeness, correctness, and consistency of each operational requirement and each technical specification
2. Determining that each operational requirement and each technical specification is externally complete, consistent, and correct with respect to the other requirements and related work products such as test plans and test scenarios
3. Determining the internal completeness, correctness, and consistency of related test plans, test scenarios, and other mechanisms of end-product verification and validation
The IT acquisition manager should know that a traceability matrix is a primary technique for establishing external completeness, correctness, and consistency among four documents:
1. operational requirements
2. technical specifications
3. end-product verification plans
4. end-product validation plans

MT10. Understand requirements management, including its definition, purpose, and work products. The goal of requirements development is to establish an initial baseline of operational requirements and technical specifications. Requirements management is concerned with managing subsequent changes to the operational requirements and technical specifications and balancing those changes with schedule, budget, resources, technology, and other project factors. Baselines and change control boards (CCBs) are the primary mechanisms used to manage requirements. A baseline is a work product placed under version control and may not be further modified without the approval of a CCB. A CCB consists of one or more individuals who have the authority to make changes to the requirements and make the corresponding adjustments to schedule, budget, and other resources or technology as necessary.

MT11. Attain basic understanding of the following popular techniques for performing requirements identification: eliciting requirements from stakeholders, reusing requirements from similar programs, and requirements workshops. Some of the more widely used techniques include the following:
1. Introspection – what would I want/need/desire if I were a user of the proposed system?
2. Brainstorming – free association and generation of ideas for the proposed system
3. Post-It notes and whiteboard – create, modify, group, and rearrange statements of needs and desires
4. Paper prototypes and storyboards – construct interfaces and operational scenarios
5. Questionnaires – which of the following features do you need/desire?
6. Open-ended interviews – tell me how you would use the proposed system
7. Reusing requirements from similar programs
8. Focus groups – please tell us what you would want/need/desire in the proposed system
9. Operational walkthroughs – development of scenarios by interacting with users
10. Demonstrations – how do you like this interface? what should be added/removed/changed?
11. Workshops – e.g., JAD (joint application development) sessions (facilitated meeting with users)
Reference 

Boehm, Barry et al. The Incremental Commitment Spiral Model – Principles and Practices for Successful Systems and Software, ISBN 0-321-80822-3, 2014.

MT12. Attain basic understanding of the following popular techniques for performing requirements analysis: use case modeling, logical data modeling, data flow diagrams, mission threads, user stories, and scenarios. (Note that specialized methods for analyzing quality requirements, such as hazard analysis for safety requirements, take place in Competency 14.2).

MT13. Attain basic understanding of the following popular techniques for performing requirements specification: textual requirements specification documents, requirements management tools such as DOORS, and spreadsheets.

MT14. Attain basic understanding of the following popular techniques for performing requirements verification and validation: inspections, reviews, walkthroughs, and key word–based analysis tools.

MT15. Attain basic understanding of the following popular techniques for performing requirements management: requirements management tools such as DOORS, spreadsheets, and requirements tracing between the specifications in a spec tree. A list of requirements management tools is provided below. All of these tools help you to capture, develop, and manage structured requirements in a collaborative fashion. 

	Tool Name
	Vendor
	Description
	Hardware Supported
	Operating Systems
	Uniform Resource Locator
	Last Updated

	AnalystStudio
	Rational Software
	Tool suite includes RequisitePro, Rose, SoDA, and ClearCase
	x86 SPARC MIPS PA-RISC RS/6000
	Win32 Unix
	http://www.rational.com/
	01-Aug-99

	Caliber-RM
	Technology Builders, Inc. (TBI)
	Requirements traceability tool
	x86 Alpha MIPS
	Win32
	http://www.tbi.com/products/caliber.html
	25-Jan-00

	CORE
	Vitech Corporation
	Full life-cycle systems engineering CASE tool. It supports the systems engineering paradigm from the earliest days of concept development and proposal development, requirements management, behavior modeling, system design and verification process.
	x86
	Win16 Win32
	http://www.vitechcorp.com
	22-Sep-04

	CRADLE/REQ
	3SL (Structured Software Systems)
	Requirements management tool capable of storing within its database, graphs, spreadsheets, tables, diagrams, and any other information as part of a requirement.
	SPARC x86 VAX RS6000
	Win32 Unix
	http://www.threesl.com
	20-Jul-98

	DOORS
	Telelogic (was QSS)
	Requirements traceability tool
	SPARC x86 RS6000
	Unix Win16 Win32 Solaris
	http://www.telelogic.se/
	16-Aug-00

	DOORS/ERS
	Telelogic (was QSS)
	Enterprise requirements traceability tool suite
	SPARC x86 PA-RISC
	Unix Win32 Solaris
	http://www.telelogic.se/
	16-Aug-00

	DOORSrequireIT
	Telelogic (was QSS)
	Requirements trace tool that is integrated with Microsoft Word. Data can be merged with DOORS databases
	x86
	Win32
	http://www.telelogic.se/
	16-Aug-00

	GMARC
	Computer Systems Architects (CSA)
	Generic Modeling Approach to Requirements Capture (GMARC). Tool set will also generate quality metrics for a specification, enabling formal proof that use of the GMARC has improved the requirement set.
	x86
	Win32
	http://www.messages.co.uk/hp/csa
	31-May-00

	icCONCEPT
	Integrated Chipware
	Requirements traceability tool. Replaces RTM
	SPARC MIPS RS6000 x86 PA-RISC
	Unix Win16 Win32
	http://www.chipware.com
	17-Oct-98

	IRqA
	TCP Sistemas e Ingenieria
	Integral Requisite Analyzer. A requirements management tool, but also a requirements analysis environment, that includes facilities to support problem domain modeling and automatic domain analysis.
	x86
	Win32
	http://www.tcpsi.es
	07-Dec-99

	ITraceSE
	ITrace Systems
	Requirements traceability tool
	x86
	Win32
	http://www.itracese.com
	01-Oct-99

	Life*CYCLE
	Computer Resources International
	Requirements traceability tool. (No longer available)
	
	
	
	24-Jan-97

	RDT
	IGATECH Systems Pty Limited
	Requirements traceability tool
	x86
	Win32
	http://www.igatech.com/rdt/index.html
	28-Aug-99

	RequisitePro
	Rational Software
	Requirements traceability tool. Also part of AnalystStudio
	x86 Alpha MIPS
	Win32
	http://www.rational.com/products/reqpro/docs/datasheet.html
	13-Feb-99

	RIMS
	Sygenex Incorporated
	Requirements and Information Management System (RIMS)
	x86
	Win32
	http://www.sygenex.com/
	08-Aug-00

	RTM
	Integrated Chipware
	Requirements traceability software. See icCONCEPT product.
	SPARC MIPS RS6000 x86
	Unix Win16 Win32
	http://www.chipware.com/rtm
	01-May-99

	RTS
	Electronic Warfare Associates, Inc.
	Requirements Traceability Systems (RTS). Complete foundation for tracking the requirements of a software/hardware project through the accompanying documentation and source code. This includes tracking the development and testing status of requirements
	SPARC
	Unix
	http://www.ewa.com/rts_overview.html
	01-Nov-98

	SLATE
	SDRC SSG
	System Level Automation Tool for Engineers (SLATE) is used to capture, organize, build, and document system-level designs from raw concepts through structural partitioning. Interfaces to Office 97, Project, and CASE tools.
	SPARC x86 PA-RISC
	Solaris WinNT HP-UX
	http://www.tdtech.com
	03-Aug-99

	Systems Engineer
	Blue Spruce
	Requirements trace tool
	x86
	Win32
	http://www.bluespruce.net/bluespruce
	21-Jan-00

	Tofs
	Tofs AB
	Tool For Systems. Assists you in realizing and managing not only software but also the manual (human) and hardware (electronic, hydraulic, mechanic, etc.) parts of a system, which complete the system’s missions together with the software.
	x86
	WinNT
	http://www.toolforsystems.com
	26-May-98

	Tracer
	RBD, Inc.
	Requirements traceability tool
	x86
	Win32 Win16
	http://www.revbiz.com/
	01-Dec-00

	XTie-RT
	Teledyne Brown Engineering
	Requirements traceability tool
	x86(client) x86(server) or SPARC(server)
	Win32 Unix
	http://www.tbe.com
	21-May-00


Another requirements management technique is the use of spreadsheets (not recommended for programs where there is a high requirements volatility). Regardless of the approach taken, there should be requirements tracing. Requirement traceability tools enable the engineer to link requirements to their source, to changes in requirements, and to modeling elements that satisfy the requirements. They provide traceability among the successive documents that are used to review the system development. 
Reference
http://www.incose.org/tools/tooltax.html 
MT16. State the relative strengths and weaknesses of two requirements engineering techniques. The IT acquisition manager should know that in general, it is DoD policy not to endorse a specific product in the commercial market place. This policy intends to prevent any protest over fairness of competition. Some items that an IT acquisition manager may want to consider in the development of evaluation criteria include the following:
	1. It is hard to manage requirements such as structured data in a standardized format. 
2. It is not possible to create relationships and dependencies between requirements data. 
3. Traceability is practically impossible, resulting in missed or conflicting requirements. 
4. It is hard to collaborate in real time with internal and external stakeholders. 
5. Versioning is hard to do, resulting in outdated and conflicting requirements.
6. Change management is time consuming and prone to result in team conflicts.
	·  


Each requirements tool has advantages and disadvantages. The best tool depends on what you are trying to manage. The INCOSE website has links to 21 different requirements management tools and contacts for all products (http://www.incose.org/tools/tooltax.html).
Reference

http://www.incose.org/tools/tooltax.html
IEEE 828: IEEE Standard for Software Configuration Management Plan, 12 August 2005
MT17. Determine the impact of (specific regulation TBD) on requirements engineering. The Federal Acquisition Regulation (FAR) is the principal set of rules in the Federal Acquisition Regulation System. The FAR System governs the acquisition process by which the government purchases (acquires) goods and services. The process consists of three phases: (1) need recognition and acquisition planning, (2) contract formation, and (3) contract administration. The FAR System regulates the activities of government personnel in carrying out that process. The FAR System is codified at Title 48, Chapter 1, of the United States Code of Federal Regulations. The IT acquisition manager must understand that DoD acquisition IT programs are required to comply with the FAR. In general, major programs will have a Contract Officer Representative assigned to the program to assist it with participating in requirements development and management actives to ensure, in part, that the program complies with the FAR. 
Reference

Gross, Charlene. Incorporating Software Requirements into the System RFP: Survey of RFP Language for Software by Topic, v. 2.0, May 2009.

MT18. Attain basic understanding of the following requirements documents: Initial Capabilities Document (ICD), Capabilities Development Document (CDD), Concept of Operations (CONOPS), System Requirements Document (SRD), System/Subsystem Specification (SSS), Software Requirements Specification (SRS), and Interface Requirements Specification (IRS). The IT acquisition manager should know that the policies and regulations governing the defense acquisition process are set forth in Department of Defense Directive 5000.01, the Defense Acquisition System (a 10-page document that describes the overarching principles of the acquisition system), and the more detailed Department of Defense Instruction (DoDI) 5000.02, Operation of the
Defense Acquisition System (a 150-page document that describes the process and requirements associated with acquisitions). The Defense Acquisition Guidebook serves as a reference for acquisition professionals and contains best practices, detailed guidance, and additional background information. Whereas Directive 5000.01 (issued May 12, 2003, and certified as current November 20, 2007) and Instruction 5000.02 (issued as a new interim instruction November 26, 2013) are static documents, the Defense Acquisition Guidebook is constantly updated to reflect best practices and updated guidance. As of September 16, 2013, the guidebook was more than 1,200 pages.

All or part of the following requirements documents are discussed in the policies and documents.

1. Initial Capabilities Document (ICD): The Joint Capabilities Integration and Development System (JCIDS) is governed by the Chairman of the Joint Chiefs of Staff Instruction (CJCSI) 3170.01H and utilizes the procedures described in the Manual for the Operation of the Joint Capabilities Integration and Development System. According to DoD policy, the first step in the process is to conduct a Capabilities-Based Assessment (CBA), which analyzes the military’s capability needs and gaps and recommends both materiel and non-materiel ways to address the gaps. After the acquisition manager considers the results of a CBA or a comparable study of a materiel solution (such as a weapon system), an ICD is prepared. The ICD justifies the need for a materiel solution to satisfy the identified capability gap.
2. Capability Development Document (CDD): The CDD defines authoritative, measurable, and testable parameters across one or more increments of a materiel capability solution by setting Key Performance Parameters (KPPs), Key System Attributes (KSAs), and additional performance attributes necessary for the acquisition community to design and propose systems and to establish programmatic baselines. The requirements validation authority will validate the CDD before the program office develops the Request for Proposal (RFP) Release Decision Point to provide a basis for preliminary design activities and the Preliminary Design Review (PDR) that will occur prior to Milestone B (unless waived by the Milestone Decision Authority (MDA)).
3. System Requirements Document (SRD): The SRD defines system-level functional and performance requirements for a system. The SRD is derived from the Concept of Operations (CONOPS), system-level performance metrics, mission threads or use cases, and usage environment, and it is developed by the program office. It should include a system-level description of all software elements required by the preferred system concept.
4. System/Subsystem Specification (SSS): The SSS specifies the requirements for a system or subsystem and the methods to use to ensure that each requirement has been met.
5. Software Requirements Specification (SRS): SRS is a description of a software system to be developed, laying out functional and nonfunctional requirements. (Nonfunctional requirements impose constraints on the design or implementation such as performance engineering requirements, quality standards, or design constraints.) The specification may include a set of use cases that describe interactions the users will have with the software. SRS establishes the basis for agreement between customers and contractors or suppliers (in market-driven projects, the marketing and development divisions may play these roles) on what the software product must do as well as what it is not expected to do. SRS permits a rigorous assessment of requirements before design can begin and reduces later redesign. It should also provide a realistic basis for estimating product costs, risks, and schedules. The SRS document enlists enough and necessary requirements that are required for the project development. 
6. Interface Requirements Specification (IRS). The IRS specifies the requirements imposed on one or more systems, subsystems, Hardware Configuration Items (HWCIs), Computer Software Configuration Items (CSCIs), manual operations, or other system components to achieve one or more interfaces among these entities. An IRS can cover any number of interfaces.
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MT19. Attain basic understanding of older requirements specifications such as Mission Needs Statement (MNS), Operational Requirements Document (ORD), and System/Segment Specification (SSS). The following information discusses older requirements specification:
1. Mission Needs Statement (MNS): The MNS document conveys a current deficiency in meeting the mission and states the resulting need in broad operational terms. Once the MNS (now the Initial Capabilities Document [ICD]) is approved, the combat developer translates the need into operational requirements (Capabilities Description Document [CDD]).
2. Operational Requirements Document (ORD): The ORD was replaced by the CDD. The ORD described the overall requirements for one system, how it interacts with other systems, and the systems performance goals. An ORD is generally more detailed than a Concept of Operations (CONOPS). Older programs will have an ORD.
3. System/Segment Specification (SSS): The SSS specifies the requirements for a system or subsystem and the methods to use to ensure that each requirement has been met. The SSS or one or more Interface Requirements may present requirements pertaining to the system’s or subsystem's external interfaces.
MT20. Attain basic understanding of a spec tree and the relationship among the different specifications in a spec tree. A specification tree shows all specifications of a technical system under development in a hierarchical order. For a spacecraft system, it has the following levels:
· System (requirements) specification
· System (design to) specification 
· Subsystem specifications 
· Assembly specifications 
· Unit specifications
An assembly level is defined as an intermediate level when the subsystem contractor prefers to contract a group of units with complex interfaces to another contractor (for instance, the operating system and subsystem application software can be an assembly of the data management subsystem).
MT21. Attain basic understanding of the impact of an evolutionary development cycle on requirements engineering. An evolutionary model is appropriate when the requirements and architecture cannot be (mostly) specified in advance. As a result, there are impacts associated with
1. evolving the operational, system, and software requirements
2. designing the systems, software, or both for each iteration
3. obtaining and integrating the components
4. verifying and validating the resulting software solution
5. evaluating the outcome
MT22. Attain basic understanding of the impact of the selection of formal milestone reviews on requirements engineering. 
Acquisition milestones and SE technical reviews and audits serve as key points throughout the life cycle to evaluate significant achievements and assess technical maturity and risk. The table presented below identifies the objectives of each SE assessment and the technical maturity point marked by each review. The Materiel Development Decision (MDD) review is the formal entry point into the acquisition process and is mandatory for all programs in accordance with DoDI 5000.02. Depending on the maturity of the preferred materiel solution, the Milestone Decision Authority (MDA) designates the initial review milestone. This would normally be the MDD, but it can be A, B, or C. In any case the Acquisition Decision Memorandum (ADM) documents the decision and is published immediately after an MDD event. Since the program office choose the review milestone for consistency with the maturity of the preferred materiel solution, entry at any milestone requires evidence of the associated solution maturity.
Table 4.2.1.T1. Technical Maturity Points
	DoD Acquisition Milestone/Decision Point & Technical Review/Audit
	Objective
	Technical Maturity Point
	Additional Information

	Materiel Development Decision (MDD)
	Decision to assess potential materiel solutions and appropriate phase for entry into acquisition life cycle.
	Capability gap met by acquiring a materiel solution.
	Technically feasible solutions have the potential to effectively address a validated capability need. Technical risks understood.

	Alternative Systems Review (ASR)
	Recommendation that the preferred materiel solution can affordably meet user needs with acceptable risk.
	System parameters defined; balanced with cost, schedule, and risk.
	Initial system performance established and plan for further analyses supports Milestone A criteria.

	Milestone A
	Decision to invest in technology maturation and preliminary design.
	Affordable solution found for identified need with acceptable technology risk, scope, and complexity.
	Affordability targets identified and technology development plans, time, funding, and other resources match customer needs. Prototyping and end-item development strategy for Technology Development (TD) phase focused on key technical risk areas.

	System Requirements Review (SRR) 
	Recommendation to proceed into development with acceptable risk.
	Level of understanding of top-level system requirements is adequate to support further requirements analysis and design activities.
	Government and contractor mutually understand system requirements including 
(1) the preferred materiel solution (including its support concept) from the Materiel Solution Analysis (MSA) phase, 
(2) available technologies resulting from the prototyping efforts, and 
(3) maturity of interdependent systems.

	System Functional Review (SFR) 
	Recommendation that functional baseline fully satisfies performance requirements and to begin preliminary design with acceptable risk.
	Functional baseline established and under formal configuration control. System’s functions decomposed and defined to lower levels in order to start preliminary design.
	Functional requirements and verification methods support achievement of performance requirements. Acceptable technical risk of achieving allocated baseline.

	Preliminary Design Review (PDR) 
	Recommendation that allocated baseline fully satisfies user requirements and developer ready to begin detailed design with acceptable risk.
	Allocated baseline established such that design provides sufficient confidence to support 2366b certification.
	Preliminary design and basic system architecture support capability need and affordability target achievement.

	Pre-Engineering and Manufacturing Development (EMD) Review
	Determination that program plans are affordable and executable and that the program is ready to proceed to EMD phase source selection.
	Systems engineering trades completed and have informed program requirements. Competitive prototyping and the development of the preliminary design have influenced risk management plans and should-cost initiatives.
	The Request for Proposal (RFP) reflects the program’s plans articulated in the draft Acquisition Strategy and other draft, key planning documents such as the Systems Engineering Plan (SEP), Program Protection Plan (PPP), Test and Evaluation Master Plan (TEMP), and Life-Cycle Sustainment Plan (LCSP).

	Milestone B
	Decision to invest in product development, integration, and verification as well as manufacturing process development.
	Critical technologies assessed able to meet required performance and are ready for further development. Resources and requirements match.
	Maturity, integration, and producibility of the preliminary design (including critical technologies) and availability of key resources (time, funding, other) match customer needs. Should-cost goals defined.

	Critical Design Review (CDR)
	Recommendation to start fabricating, integrating, and testing test articles with acceptable risk.
	Product design is stable. Initial product baseline established.
	Design is stable and performs as expected. Initial product baseline established by the system detailed design documentation confirms affordability/should-cost goals. Government control of Class I changes as appropriate.

	System Verification Review (SVR)
	Recommendation that the system as tested has been verified (i.e., product baseline is compliant with the functional baseline) and is ready for validation (operational assessment) with acceptable risk.
	System design verified to conform to functional baseline.
	Actual system (which represents the production configuration) has been verified through required analysis, demonstration, examination, and/or testing. Synonymous with system-level Functional Configuration Audit (FCA).

	Production Readiness Review (PRR)
	Recommendation that production processes are mature enough to begin limited production with acceptable risk.
	Design and manufacturing are ready to begin production.
	Production engineering problems resolved and ready to enter production phase.

	Milestone C
	Decision to produce production-representative units for operational test and evaluation (OT&E).
	Manufacturing processes are mature enough to support Low-Rate Initial Production (LRIP) and generate production-representative articles for OT&E.
	Production readiness meets cost, schedule, and quality targets. Begin initial deployment as appropriate.

	Physical Configuration Audit (PCA)
	Recommendation to start full-rate production and/or full deployment with acceptable risk.
	Final product baseline established. Verifies the design and manufacturing documentation matches the item to be fielded, following update of the product baseline to account for resolved OT&E issues.
	Confirmation that the system to be fielded matches the product baseline. Product configuration finalized and system meets users’ needs. Conducted after OT&E issues are resolved.

	Full-Rate Production Decision Review (FRP DR) or Full Deployment Decision Review (FDDR) 
	Decision to begin full-rate production and/or decision to begin full deployment.
	Manufacturing processes are mature and support full-rate production and/or capability demonstrated in operational environment supporting full deployment (i.e., system validated through OT&E).
	Delivers fully funded quantity of systems and supporting materiel and services for the program or increment to the users.
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MT23. Attain basic understanding of the impact that a requirements deliverable has on requirements engineering, especially when the requirements are delivered in the form of a requirements management tool’s repository. At the end of each development cycle, an evaluation of the outcome, based on verification, validation, and demonstration, will reveal one of several possible next steps. Each of the basic Defense Acquisition Program Models has a desired outcome. For example, in Model 3: Incrementally Fielded Software Intensive Program, the chosen approach leads to an iteration that is satisfactory and provides insight for conducting the next cycle of analysis, design, implementation, and evaluation.

MT24. Understand the requirements ramifications of each DoD5000.02 Defense Acquisition Program Model. The IT acquisition manager needs to know that these are models and, as models, they can be adapted to meet the needs of the acquisition. Provided below is a discussion of each model and associated requirements ramifications.
Model 1: Hardware Intensive Program 
1. Classic model that has existed in some form in all previous editions
2. Hardware-intensive development such as a major weapon systems platform 
3. Starting point for most weapon systems; however, almost always contain software development resulting in some form of hybrid model 
4. Requirements process baseline

Model 2: Defense Unique Software Intensive Program 
1. Dominated by the need to develop a complex, usually defense-unique, software program that will not be deployed until several software builds are completed 
2. Key feature is planned software builds – series of testable, integrated capability subsets – which together with clearly defined decision criteria ensure adequate progress before fully committing to subsequent builds 
3. Examples: military-unique command-and-control systems and upgrades to combat systems on weapon systems such as surface combatants and tactical aircraft 
4. Requirements process similar to Model 1

Model 3: Incrementally Fielded Software Intensive Program 
1. Rapid delivery of capability using several limited fieldings in lieu of single Milestone B and C and single full deployment 
2. Several builds and fieldings typically needed to satisfy approved requirements for increment 
3. Applicable for COTS software, such as commercial business systems with multiple modular capabilities, are adapted for DoD
4. Requirements process really does not much differ except in its implementation of incremental capabilities

Model 3A: Hybrid Program A (Hardware Dominant) 
1. Depicts how a major weapons system combines hardware development as a basic structure with software-reliant development occurring simultaneously 
2. Design, fabrication, and testing of physical prototypes may determine overall schedule, decision points, and milestones, but software development often dictates the pace of program execution and requires tight integration 
3. Builds should lead to the full capability needed to satisfy requirements and IOC 
4. Milestone B/C decisions include software functional capability development maturity criteria as well as demonstrated technical performance exit criteria
5. Requirements process really does not much differ except in its implementation of incremental capabilities

Model 3B: Hybrid Program B (Software Dominant) 
1. Depicts how software-reliant product development can include a mix of incrementally fielded software products or releases that include intermediate software builds 
2. Risk Management: Highly integrated, complex software and development risks must be managed throughout the life cycle, with special interest dedicated to decision points and milestones 
3. Requirements process really does not much differ except in its implementation of incremental capabilities

Model 4: Accelerated Acquisition Program 
1. Applies when schedule dominates over cost and technical risk considerations 
2. Compresses or eliminates phases, accepting potential for inefficiencies in order to achieve deployed capability on a compressed schedule 
3. Model shows one example of tailoring with many others possible for products that must be developed and acquired ASAP, usually motivated by a potential adversary achieving technological surprise and featuring greater acceptance of program risk 
4. The model accepts changes in the requirements process that are indeterminate.
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(2) Capability Requirements Process
(a) All acquisition programs respond to validated Capability Requirements. Figure 1 illustrates the interaction between the requirements process and the acquisition process. The Chairman of the Joint Chiefs of Staff, with the advice of the Joint Requirements Oversight Council (JROC), will assess and validate joint military requirements for MDAP and MAIS programs, and less-than-MDAP or MAIS programs designated either as "JROC Interest" or "Joint Capabilities Board Interest." When JROC validation authority is delegated in accordance with the Joint Capabilities Integration and Development System (JCIDS) process in Chairman of the Joint Chiefs of Staff Instruction 3170.0 lH (Reference (j)), DoD Components and others will use variations of the JCIDS to validate their requirements. The chair of the Investment Review Board is the validation authority for DBS Capability Requirements.
Figure 1. Illustration of the Interaction between the Capability Requirements Process and the Acquisition Process
[image: ]
b) Leadership of the acquisition and budget processes will be involved as advisors to the validation authority during consideration of initial or adjusted validation of capability requirements to ensure coordination across the three processes.
(c) The titles of Capability Requirements documents supported by JCIDS vary by the maturity of the capability gap to solution proposal and can vary by product classification. When the titles vary from the most typical Initial Capabilities Document (ICD), Capability Development Document (CDD), or Capability Production Document, the text will use the generic terms, "validated capability requirements document" or "equivalent requirements document."
(d) Capability Requirements are not expected to be static during the product life cycle. As knowledge and circumstances change, consideration of adjustments or changes may be requested by acquisition, budgeting, or requirements officials. Configuration steering boards, as described in paragraph 5.d.(5)(b), will also be used to periodically review program progress and identify opportunities for adjustment.
…
a. Requirements Decision Point (CDD Validation Decision for DoD). The point at which the major cost and performance trades have been completed and enough risk reduction has been completed to support a decision to commit to the set of requirements that will be used for preliminary design activities, development, and production (subject to reconsideration and refinement as knowledge increases).
…
(5) CDD Validation and Configuration Steering Boards (CSBs)
(a) CDD Validation
1. During the TMRR Phase, the requirements validation authority will validate the CDD (or equivalent requirements document) for the program. This action will precede the Development RFP Release Decision Point and provides a basis for preliminary design activities and the PDR that will occur prior to Milestone B unless waived by the MDA. Active engagement between acquisition leadership, including the MDA, and the requirements leadership, including the validation authority (the JROC for MDAP and MAIS programs), during the development and review of proposed requirements trades is essential to ensuring that the validated requirements associated with the program continue to address the priorities of the DoD Component and the Joint force in a cost effective and affordable way. The MDA (and CAE when the MDA is the DAE) will participate in the validation authorities' review and staffing of the CDD (or equivalent requirements document) prior to validation, to ensure that requirements are technically achievable, affordable, and testable, and that requirements trades are fully informed by systems engineering trade-off analyses completed by the Program Manager or the DoD Component.
2. The KPPs and KSAs included in the validated CDD, will guide the efforts leading up to PDR, and inform the Development RFP Release Decision Point. As conditions warrant, changes to KPPs and KS As may be proposed to the applicable capability requirements validation authority. All non-KPP requirements (when delegated by the capability requirements validation authority) are subject to cost-performance trades and adjustments to meet affordability constraints. Cost performance trades (for non-KPP requirements) will be coordinated with the cognizant capability requirements validation authority.	
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