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	Competency 8: Enterprise Architecture

	

	Competency Element: 8.1

	· Applies and/or assesses enterprise architectures (EA) and develops EA products (e.g. DODAF) to ensure compliance with DoD EA strategic goals. (Include ISP)

	Element Issues (DAU): List ambiguities, misunderstandings, etc. to help IT FIPT next time they update competencies

	Use new Comp Element above for clarification.

	Acquisition Workforce IT Qualification Standard Product (DAU)

	· 8-1-1  Publish Enterprise and/or Solution Architecture models

	Acquisition Workforce IT Qualification Standard Tasks related to Product (DAU)

	1. Develop a purpose statement to describe the intended use of architecture IAW current directives.
2. Define the scope of architecture IAW current directives.
3. List specific categories of data needed and a description of how the architect will use the data to support architecture development IAW current directives. 
4. Collect data and provide it to architect for analysis of IAW current directives.
5. Present the architectural data in context for decision maker’s use in making decisions.
6. Publish the architecture onto the current online repository.

	Acquisition Workforce IT Qualification Standard Product (DAU)

	· 8-1-2   Given a scenario, provide IT input to the Information Support Plan (ISP).

	Acquisition Workforce IT Qualification Standard Tasks related to Product (DAU)

	1. Determine data quality standards and timeliness criteria to support the functions identified in the program's integrated architecture.
2. Determine the quantity of information of each type that is needed.
3. Document how the information will be accessed or discovered in accordance with current directives.
4. Assess RF Spectrum needs in accordance with current directives.
5. Assess to ensure consistency with current technical architecture directives.
6. Assess the program's Cybersecurity Strategy and Program Protection in accordance with current directives.
7. Integrate assessment results and provide recommendations for inclusion in the ISP.

	AWQI References (DAU)

	· DAG, Chapter 7
	· DODI 4630.8
	· Department of Defense Architecture Framework (DODAF) 2.0

	Assumptions (DAU)

	EA Comptency Input from SEI:  Uses basic understanding of enterprise architecture to determine the need for and guide the acquisition of Information Technology (IT) systems.

	TLO (Job Product or Service) (DAU; SME can make recommendations)
	BLOOM/COURSE

	TLO 8.1.1  Given an IT acquisition scenario, apply DOD enterprise architecture to guide the acquisition of Information Technology (IT) systems.
	BLOOM: 3

	ELO(s) with Major Takeaway (MT) (tasks which are required to build the product or service) (DAU)

	ELO 8.1.1.1  Identify the laws and policies mandating the use of an Enterprise Architecture (EA).

MT 1.1 Title 40 (Clinger-Cohen Act), Subtitle III, Chapter 113, Subchapter II, paragraph 11315, Agency Chief Information Officer (is responsible for): “(b)(2) developing, maintaining, and facilitating the implementation of a sound and integrated information technology architecture for the executive agency (Enterprise)” 
MT 1.2 OMB Circular A-130,  Subject: Management of Federal Information Resources, paragraph 7.i., “Strategic planning improves the operation of government programs. The agency strategic plan will shape the redesign of work processes and guide the development and maintenance of an Enterprise Architecture and a capital planning and investment control process. This management approach promotes the appropriate application of Federal information resources. 
MT 1.3 E-Government Act of 2002: Calls for the development of Enterprise Architecture to aid in enhancing the management and promotion of electronic government services and processes.

Assessment Method: Multiple Choice
	BLOOM: 1
LEVEL: ISA 101


	ELO 8.1.1.2 Define Enterprise Architecture (EA).

MT 2.1 An enterprise architecture (EA) is an Enterprise Knowledge Repository (EKR) of domain architecture products that provides a management blueprint defining the missions, the information necessary to perform the missions, the technology necessary to perform the missions, and the transitional processes for implementing new technologies in response to changing mission needs.
MT 2.2 An EA is usually defined within a similar, functional domain of activities.  Domain Engineering is used to describe the EA.
MT 2.3 An EA describes the What, How, Where, Who, When and Why of activities within the enterprise domain. 

Assessment Method: Multiple Choice
	BLOOM: 1
LEVEL: ISA 101 and ISA 201 (video – flipped classroom)


	ELO 8.1.1.3  Describe the role of domain engineering.

MT 3.1 Domain Engineering is a well-established technical discipline that focuses on techniques used to engineer a family of related systems. These families are called "product lines."
MT 3.2 Enterprise Architectures can be made up of one or more domains of functionality.
MT 3.3 Domain Engineering is needed to implement software reuse effectively and is a pre-condition for development of robust architectures.
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Assessment Method: Multiple Choice
	BLOOM: 1
LEVEL: ISA 101


	ELO 8.1.1.4 Describe the purpose of Enterprise Architecture (EA).

MT 4.1 The purpose of an enterprise architecture is to describe the mission of an organization from a business and technical perspective to most effectively achieve current and future business objectives.
MT 4.2 Enterprise architecture is one of the most powerful decision-making tools available to organization leadership at all levels.
MT 4.3 Enterprise Architecture Primary Purpose ‐ to inform, guide, and constrain the decisions for an enterprise, especially those related to Information Technology investments.

Assessment Method: Multiple Choice
	BLOOM: 2
LEVEL: ISA 101 and ISA 201 (video – flipped classroom)


	ELO 8.1.1.5 Identify the benefits of creating an Enterprise Architecture (EA) for your domain.  

MT 5.1 Enterprise architectures allow you to identify gaps in requirements within your enterprise that must be fixed to obtain your business goals.
MT 5.2 Enterprise architecture links the DoD’s organizational mission goals and objectives to the supporting IT systems, providing guidance and prioritization on what to do and in what order. 
MT 5.3 Enterprise architectures allow for multiple, interconnected perspectives (views) of the enterprise.
MT 5.4 Enterprise architecture enables cost reductions and performance improvements through global optimization of the enterprise.
MT 5.5 EA creates models of activities that enables the identification of multiple solution architectures.  Solution architectures are captured in systems engineering tools like the Work Breakdown Structure (WBS) and software engineering tools like Model-Driven Software Development (MDSD).
MT 5.6 EA tools have the ability to create business models of your entire architecture to include automated software code generation.  

Assessment Method: Multiple Choice
	BLOOM: 1
LEVEL: ISA 101



	ELO 8.1.1.6 Recognize methods used to create a DOD Enterprise Architecture (EA).  

MT 6.1 Enterprise architectures are created using an Architecture Framework.  
MT 6.2 Architecture Frameworks provide the rules and common language to describe a perspective of the Enterprise Architecture.
MT 6.3 The DoD Architecture Framework (DoDAF) is the DoD framework for describing a perspective within an Enterprise Architecture (EA). 
MT 6.4  DODAF provides a 6-step architecture development process provides guidance to the architect and Architectural Description development team.
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Assessment Method: Multiple Choice
	BLOOM: 1
LEVEL: ISA 101 and ISA 201 (video – flipped classroom)


	ELO 8.1.1.7 Identify three benefits of using EA tools.  

MT 7.1 EA Tools allow you to model your EA to see requirement gaps and opportunities.  Modeling is also called Executable Architecture. 
MT 7.2 EA Tools allow you to manage your requirements thru the business model to ensure you meet customer requirements.
MT 7.3 EA Tools can identify duplicate sub-systems within the Enterprise Architecture to help you reduce redundancy, making your EA more efficient, saving time and money.
MT 7.4 EA Tools can help you generate your System Performance Specification.
MT 7.5 EA Tools reduce overall cost and schedule for your program.
MT 7.6 EA Tools allow you to produce the DoDAF (or other frameworks) architectural views.
MT 7.7 EA Tools can generate automatic software code based on your higher level, abstract business model.
MT 7.8 EA Tools can auto-generate test cases for specific mission threads within your EA.

Assessment Method: Multiple Choice
	BLOOM: 1
LEVEL: ISA 101


	ELO 8.1.1.8 Describe the Joint Information Environment (JIE)
 
MT 8.1 The JIE will be the trusted reference model and framework that will enable us to share information when needed, with any mission partner, regardless of location, device, or service provider.  To achieve this goal we will:
1. Transition from Network-Centric to Data-Centric solutions
2. Rapid delivery and use of integrated cloud services accessible by all means from anywhere
3. Interdependent information environment providing real time cyber situational awareness
4. Scalable platform allowing flexibility and mission partnering
5. Secure where it needs to be, resilient throughout, and appropriately consolidated

Assessment Method: Multiple Choice
	BLOOM: 2
LEVEL: ISA 101 and ISA 201


	ELO 8.1.1.9 Identify the benefits of the JIE

MT 9.1 Provides Joint Force Commander a shared, secure information framework that delivers responsive, versatile and decisive actions on any device, anytime, from anywhere on the globe
MT 9.2 Near immediate communication with all Joint and Coalition partners on any device, anytime, from anywhere
MT 9.3 Complete Cybersecurity Situational Awareness
MT 9.4 Reduced Cybersecurity Attack Surface (less places to attack and secure)
MT 9.5 Centralized Configuration Management 
MT 9.6 A flexible, fused data-centric environment enabling access to information at the point of need (Smart Services) 
MT 9.7 Ability to adapt and include new technology into the JIE easily, quickly and affordably

Assessment Method: Multiple Choice
	BLOOM: 2
LEVEL: ISA 101 and ISA 201


	ELO 8.1.1.10 Recognize the application of a set of architectural data is used within the acquisition process.

MT 10.1 Every new acquisition should consult the enterprise architecture in order to determine the need for a proposed new capability (i.e., capability gap or opportunity to improve mission capabilities). 
MT 10.2 Enterprise architecture informs the creation of requests for proposals by defining limits for the new acquisition. 

Assessment Method: Case Study.
	BLOOM: 3
LEVEL: ISA 201


	ELO 8.1.1.11  Recognize the relationship between Enterprise Architecture and a Solution Architecture.

MT 11.1.  EA is usually at the broad strategic level (e.g., top-level EA for a Combatant Command, Military Service, or Defense Agency), whereas Solution Architecture (SA) is more narrowly focused on framing a specific functional system or business solution.
MT 11.2. Solution Architecture is a subset of Enterprise Architecture. 
MT 11.3 EA can be used to describe the relationships between business processes and the technology infrastructure that supports and enables them.


A Reference Architecture is to guide and constrain the instantiations of solution architectures as depicted in Figure 1. Based on this, a Reference Architecture is considered an organizational asset in: 
• Providing common language for the various stakeholders 
• Providing consistency of implementation of technology to solve problems 
• Supporting the validation of solutions against proven Reference Architectures
• Encouraging adherence to common standards, specifications, and patterns 
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Assessment Method: Practical Exercise
	BLOOM: 1
LEVEL: ISA 201

	ELO 8.1.1.12  Diagram one of the following:  “All, Operational, System, and Standards Views” of the DoD Architecture Framework (DoDAF).

MT 12.1 All View (AV) - The All View {AV) description augments the other views by providing context, summary or overview-level in formation, and an integrated dictionary to define terms used in the other DODAF views.
MT 12.2 Operational View (OV) - The Operational Viewpoint (OV) captures the organizations, tasks, or activities performed, and information that must be exchanged between them to accomplish DoD missions.
MT 12.3 Systems View (SV) - Systems Viewpoint (SV) captures the information on supporting automated systems, interconnectivity, and other systems functionality in support of operating activities.
MT 12.4 Standards View (StdV) - The Standards Viewpoint (StdV) is the minimal set of rules governing the arrangement, interaction and interdependence of system parts or elements. The purpose is to ensure that a conformant system satisfies a specified set of requirements. This set of rules or building codes are used to specify and design a system.
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Assessment Method: Practical Exercise
	BLOOM: 2
LEVEL: ISA 201


	ELO 8.1.1.13  Identify the purpose of for the  the DoD Architecture Framework (DoDAF)  “All, Operational, System, Services and Standards Views”. 

MT 13.1 All View (AV) - The All View {AV) description augments the other views by providing context, summary or overview-level in formation, and an integrated dictionary to define terms used in the other DODAF views.
MT 13.2 Operational View (OV) - The Operational Viewpoint (OV) captures the organizations, tasks, or activities performed, and information that must be exchanged between them to accomplish DoD missions.
MT 13.3 Systems View (SV) - Systems Viewpoint (SV) captures the information on supporting automated systems, interconnectivity, and other systems functionality in support of operating activities
MT 13.4 Services View (SvC) – Services Viewpoint (SvC) articulates the performers, activities, services and their exchanges supporting DoD functions
MT 13.5 Standards View (StdV) - The Standards Viewpoint (StdV) is the minimal set of rules governing the arrangement, interaction and interdependence of system parts or elements. The purpose is to ensure that a conformant system satisfies a specified set of requirements. This set of rules or building codes are used to specify and design a system.

Assessment Method: Multiple Choice
	BLOOM: 2
LEVEL: ISA 101 and ISA 201 (video – flipped classroom)


	ELO 8.1.1.14  Describe the Modular Open Systems Approach (MOSA).

MT 14.1 The term “Modular Open Systems Approach” means an integrated business and technical strategy that:
a. Employs a modular design, and uses widely supported and consensus-based standards for its key interfaces;
b. Is subjected to successful validation and verification tests to ensure the openness of its key interfaces;
c. Uses an open system architecture allowing components to be added, modified, replaced, removed, or supported by different vendors throughout a program’s life-cycle in order to afford opportunities for enhanced competition and innovation while yielding significant cost and schedule savings and increased interoperability (FY2015 NDAA, Section 801).
MT 14.2 The OSA is mandated by law for all ACAT I systems and any other system that uses Information Technology that is entering into concept development after January 1, 2016 unless there is a business case analysis conducted at a point in development where there is sufficient design information to conduct an independent life-cycle cost estimate demonstrating that an open systems approach is more expensive or is not practically achievable.
MT 14.3   DoD Open Systems has these 5 key principals:
1. Employs modular design
2. Enterprise investment strategies
3. Lower development risk through transparency
4. Transformation of the life cycle sustainment strategies — Technology Insertion 
5. Strategic use of data rights 

Assessment Method: Multiple Choice
	BLOOM: 2
LEVEL: ISA 201


	ELO 8.1.1.15 Describe the Global Information Grid (GIG) Technical Guidance-Federation (GTG-F).  

MT 15.1 GTG-F is a repository of interoperability tools that ensure Joint interoperability.
MT 15.2 GTG-F is the repository for the Information Support Plan (ISP) for every DoD program.
MT 15.3 GTG-F houses the Program Manager’s Portal (PM-P), GIG Technical Profile (GTP). DoD information Technology Standards Registry (DISR), Interoperability and Supportability Assessment Module (IAM), and User Account Management (UAM). 
MT15.4 The Program Manager’s Portal (PM-P) module allows a user to create, edit or view Information Support Plans (ISP) using the Enhance ISP (EISP) wizard, create, edit or view standard viewpoints using the StdV wizard and submit for a programs interoperability documentation (ISP, architecture products) for assessment.
MT15.5 The GIG Technical Profile (GTP) module allows a user to search for GIG Technical Profiles.
MT15.6 The DoD IT Standard Registry (DISR) module allows a user to search for standards and to submit date change requests.  DISR will reduce cost, development and fielding time for DoD systems.  Its use is mandatory for all system upgrades and emerging systems.  DISR puts you on the road to interoperability, it does not guarantee interoperability.
MT15.7 The Interoperability and Supportabiliy Assessment Module (IAM) allows users to conduct the ISP review process.

Assessment Method: Multiple Choice
	BLOOM: 2
LEVEL: ISA 201



	ELO 8.1.1.16  Given a scenario and determine which DoDAF views should be provided to support achieving Net-Ready Key Performance Parameter

Assessment Method: Facilitated Discussion
	BLOOM: 3
LEVEL: ISA 201


	ELO 8.1.1.17 Discuss the issues and opportunitites relating to using enterprise / solution architecture.

MT 17.1 DoDAF views are not sufficient to provide a complete enterprise architecture since they focus on the system and not the enterprise level. 
MT 17.2 Enterprise architectures can inhibit innovation and slow progress.
MT 17.3 Most enterprise architectures, including the various enterprise architectures within the DoD, are incomplete.

Assessment Method: Case Study.
	BLOOM: 3
LEVEL: ISA 301


	ELO 8.1.1.18  Identify the five (5) key areas of the Global Information Grid (GIG) / DoD Information Network (DODIN).

MT 18.1 - DODIN is the new name for the Global Information Grid (GIG).  NOTE: GIG policies still apply to the DODIN.
MT 18.2 - The GIG is the Technical Architecture.
MT 18.3 - 5 Key Areas:
1. Global Authentication, Access Control, and Directory Services
2. Information and Services from the Edge
3. Joint Infrastructure
4. Common Policies and Standards
5. Unity of Command

Assessment Method: Multiple Choice

	BLOOM: 1
LEVEL: ISA 201


	MAJOR TAKEAWAYS (MT) with REFERENCES and CONTENT (Subject Matter Expert (SME))

	TLO (Job Product or Service) (DAU; SME can make recommendations)
	BLOOM/COURSE

	8.1.2   Given a scenario, provide IT input to the Information Support Plan (ISP).

	BLOOM: 3

	ELO(s) with Major Takeaway (MT) (tasks which are required to build the product or service) (DAU)

	ELO 8.1.2.1 Understand the importance to the enterprise of the Information Support Plan.
MT 6.1. The Information Support Plan (ISP) is a tool to manage interoperability.
MT 6.2. The DODAF view goals and content provide the ability for the program to manage risk and lead to interoperability.

Rationale: Learners will need to understand the goals and purpose of an Information Support Plan

Assessment Strategy:  QUIZ based on presented material and classroom discussions.
	BLOOM: 1
LEVEL: ISA 201

	ELO 8.1.2.2 Given a scenario and determine which DoDAF views should be provided.
MT 7.1. Solution Architecture views are necessary to manage system data, interoperability and security. 

Rationale: Program managers will be faced with decisions on what documents to provide 

Assessment Strategy:  Exercise based on written definition of scenario with reminders of different DoDAF views.
	BLOOM: 2
LEVEL: ISA 201

	MAJOR TAKEAWAYS (MT) with REFERENCES and CONTENT

	MT 6.1 Define the purpose and importance of an Information Support Plan. The Information Support Plan is a mechanism through which a Program Manager ensures that their Solution Architecture complies with the Enterprise Architecture. In particular, the Information Support Plan documents all interface requirements, infrastructure needs, and dependencies. The Program Manager needs to understand which laws and regulations apply to the development of the Information Support Plan.

References: 
- [DAP] https://dap.dau.mil/acquipedia/Pages/ArticleDetails.aspx?aid=5fe9f084-b0e2-4e5a-a6f3-87c1330ed71a (Section 7.2.5)

MT 6.2. Understand the goals and content of the DoDAF 2.02 views. There are many DoDAF 2.02 views collected into eight categories of view. The Program Manager needs to understand that it is cost-ineffective to develop every view and be able to determine how to select views that will further the goals of the program. 

References: 
- [DoDAF] http://dodcio.defense.gov/Portals/0/Documents/DODAF/DoDAF_v2-02_web.pdf  (Section: Viewpoints and Models, pp 105-230)


	MT 7.1. Solution Architecture views are necessary to manage system data, interoperability and security. A Program Manager should use architecture views for management of the program and, additionally, in support of the Enterprise Architecture as defined by the Information Support Plan. A sample program should be defined with the student being required to select the DoDAF views necessary to satisfy the needs of the Information Support Plan.
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