ELO PRIORITIES FOR vAPR16 (67 ELOs)

ISA101= 40;ISA201= 31; ISA301= 5; ISA320= 4
MUST HAVE:

CP#33: IT SCRM
ELO 33.1.1.1: Define IT Supply Chain Risk Management. (ISA101)
ELO 33.1.1.2: Identify market realities that limit the ability to purchase secure off-the-shelf components and software. (ISA101)
ELO 33.1.1.3: Given a scenario, identify cybersecurity risks associated with the software and hardware supply chains. (ISA201)
ELO 33.1.1.4:  Identify the key policies and guidance, with their major thrusts, that DoD has adopted to address supply chain risk for ICS. (ISA101)
ELO 33.1.1.5:  Given an acquisition scenario and supply chain requirements, identify appropriate supply chain risk mitigations. (ISA301)
ELO 33.1.1.6:  Given an acquisition scenario, recommend acquisition requirements to effectively address IT supply chain risk. (ISA320)

CP#22: T&E
ELO 22.1.1.1 Recognize characteristics of DoD Test & Evaluation (T&E). (ISA101)
ELO 22.1.1.2 Recognize characteristics of Software Testing. (ISA101)
ELO 22.1.1.3 Recognize characteristics of Software Test Planning. (ISA101)
ELO 22.1.1.4 Identify laws and policies that govern DoD Test & Evaluation (T&E). (ISA101)
ELO 22.1.1.5 Recognize the purpose of DoD Test & Evaluation (T&E). (ISA101)
ELO 22.1.1.6 Recognize the Test & Evaluation (T&E) responsibilities of the Program Manager (PM) (ISA101)
ELO 22.1.1.7 Recognize the Software Test & Evaluation (T&E) mission (ISA101)
ELO 22.1.1.8 Recognize critical software test events in planning Test & Evaluation (T&E). (ISA101)
ELO 22.1.1.9 Recognize characteristics of the Test and Evaluation Master Plan (TEMP). (ISA101)
ELO 22.1.1.10 Given an Agile software development scenario, determine the specific T&E challenges. (ISA201)
ELO 22.1.1.11 Recognize the different types of software testing. (ISA 101)
ELO 22.1.1.12 Recognize the different types of software testing tools. (ISA101, ISA201)
ELO 22.1.1.13 Given a safety-critical system scenario, determine the specific software T&E challenges (ISA201)
ELO 22.1.1.14 Given a Cybersecurity-critical system scenario, determine the specific software T&E challenges (ISA201)
ELO 22.1.1.15 Given a Privacy-critical system scenario, determine the specific software T&E challenges (ISA201)
ELO 22.1.1.16 Recognize characteristics of the Software Test Plan (STP). (ISA101)
ELO 22.1.1.17 Recognize characteristics of Software Problem Reports (SPR) management. (ISA101)
ELO 22.1.1.18 Evaluate the Entrance Criteria for Formal Operational Test & Evaluation (OT&E). (ISA301, ISA320)
ELO 22.1.1.19 Given a Software Test Plan (STP), identify the software testing issues and risks. (ISA201)
ELO 22.1.1.20 Identify software test issues and risks in building a Software Test Plan (STP) for a COTS/NDI only system. (ISA201)
ELO 22.1.1.21 Given an IT scenario, analyze a partial Test and Evaluation Master Plan (TEMP) for best practices. (ISA301)

CP#31: CLOUD COMPUTING
ELO 31.1.1.1 Identify the basic terms of Cloud Computing. (ISA101)
ELO 31.1.1.2 Recognize the laws, policies and standards that apply to Cloud Computing. (ISA101, ISA201)
ELO 31.1.1.3 Recognize the benefits of consuming cloud services. (ISA101, ISA201)
ELO 31.1.1.4 Recognize some DoD concerns of using cloud services. (ISA101, ISA201)
ELO 31.1.1.7 Recognize the five essential characteristics of a cloud service. (ISA101, ISA201)
ELO 31.1.1.8 Identify the Three Cloud Service Models defined by NIST. (ISA101, ISA201)
ELO 31.1.1.9 Recognize characteristics of Infrastructure as a Service (IaaS). (ISA101, ISA201)
ELO 31.1.1.10 Recognize characteristics of Platform as a Service (PaaS). (ISA101, ISA201)
ELO 31.1.1.11 Recognize characteristics of Software as a Service (SaaS). (ISA101, ISA201)
ELO 31.1.1.13 Recognize public, private, community and hybrid cloud deployment models (NIST). (ISA101, ISA201)

CP#28: ACCESSIBILITY
ELO 28.1.1.4 Discuss how designing for accessibility impacts software development for DBS and DoD Infrastructure systems. (ISA201)
ELO 28.1.1.5 Given a DoD IT acquisition scenario, evaluate the systems design documents to ensure they are Section 508 compliant. (ISA301)

CP#8: ENTERPRISE ARCHITECTURE
ELO 8.1.1.1 Identify the laws and policies mandating the use of an Enterprise Architecture (EA). (ISA101)  
ELO 8.1.1.2 Define Enterprise Architecture (EA). (ISA101)  
ELO 8.1.1.3 Describe the role of domain engineering. (ISA101)  
ELO 8.1.1.4 Describe the purpose of Enterprise Architecture (EA). (ISA101)  
ELO 8.1.1.5 Identify the benefits of creating an Enterprise Architecture (EA) for your domain. (ISA101)  
ELO 8.1.1.6 Recognize methods used to create a DOD Enterprise Architecture (EA). (ISA101)  
ELO 8.1.1.7 Identify three benefits of using EA tools.  (ISA101)
ELO 8.1.1.8 Describe the Joint Information Environment (JIE) (ISA101, ISA201)
ELO 8.1.1.9 Identify the benefits of the JIE (ISA101, ISA201)
ELO 8.1.1.10 Apply the acquisition process to a given set of architectural data. (ISA201)
ELO 8.1.1.11 Recognize the relationship between Enterprise Architecture and a Solution Architecture. (ISA201)
ELO 8.1.1.12 Diagram one of the following:  “All, Operational, System and Standards Views” of the DoD Architecture Framework (DoDAF). (ISA201)
ELO 8.1.1.13 Describe the Open Systems Approach (OSA). (ISA201)
ELO 8.1.1.14 Describe the Global Information Grid (GIG) Technical Guidance-Federation (GTG-F). (ISA201) 	
ELO 8.1.1.15 Apply Component Enterprise Architect Use of the DOD Information Enterprise (ISA201)
ELO 8.1.1.16 Discuss the issues relating to using enterprise / solution architecture. (ISA301)

CP#24: SQA
ELO 24.1.1.1 Define the purpose of Software Quality Assurance (SQA) (ISA101)
ELO 24.1.1.2 Identify the components (activities and events) of an effective Software Quality Assurance (SQA) program (ISA101)
ELO 24.1.1.3 Identify examples of common defects injected into a software development during the various phases of lifecycle development (ISA101)
ELO 24.1.1.4 Given a list of quality factors and their descriptions, match the term with its description (ISA101)
ELO 24.1.1.5 Given several common measures (e.g. Defect Density) used to track product and process quality in software development efforts, correctly interpret their meaning (ISA101)
ELO 24.1.1.6 Identify characteristics of generic DoD software system domains (e.g. Platform IT, Command and Control, and Defense Business Systems), that might influence how each system is reviewed in a software quality program (ISA201)
ELO 24.1.1.7 Given several process-focused and product-focused software quality assurance methods, describe how each assures quality in a software acquisition (ISA201)
ELO 24.1.1.8 Given a software acquisition scenario, recognize the preferred method for identifying and tracking defects (ISA201)
ELO 24.1.1.9 Given a DoD IT acquisition scenario and a proposed quality attribute, analyze the potential effectiveness of the attribute in measuring the desired software quality objectives (ISA201)
ELO 24.1.1.10 Given acquisition scenarios with several software-reliant program issues, analyze how each issue may affect achieving the program's software quality objectives (ISA201)
ELO 24.1.1.11 Given a software-reliant system acquisition scenario and a software quality assurance approach, evaluate how the plan meets software system quality objectives and recommend improvements as necessary (ISA320)
ELO 24.1.1.12 Given a software-reliant system acquisition scenario, evaluate a software defect management program’s ability to predict software quality (ISA320)
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