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Competency/Competency Element:  IT 25. Cybersecurity 
25-1. Develops and applies IA and Cybersecurity requirements for adequacy and effectiveness of security measures, continuity of operations, and protection of systems and system content.  

Product 3:    Present RMF assessment to AO(s) for ATO required for fielding.     
Task Statements:  
1. Update cybersecurity actions and strategies in the SEP, TEMP and Security Plan from Production Decision Review.
2. Present RMF assessment to AO(s) for an ATO prior to cybersecurity operational test.
3. Report findings of the operational cybersecurity vulnerability evaluation to program management.
4. Report findings of the operational cybersecurity resiliency evaluation to program management.
5. [bookmark: _GoBack]Present RMF assessment to AO(s) for an ATO prior to fielding. 
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