	Competency Number
	Competency

	Software
Domain
	Competency Elements

	30

	Software Support/
Maintenance
	
	

	
	
	
	Applies the principles, needs, and rationale concerning Software/Maintenance, relative to the modification of a software product after delivery to provide additional or alternative capabilities, to correct faults, or to improve performance, as well as other attributes. 

	
	
	Mission Systems 
	

	SUBTOPIC 1 

	Requirement For Life Cycle Management & Product Support  
	
	

	
	MT 1.1
	
	The relationship between Life-Cycle Sustainment Plan (LCSP) and the Acquisition Strategy is important to the effective execution, formulation, and implementation of product support.  

	
	Content
	
	The CARD is prepared by the program office and approved by the DoD Component PEO. For joint programs, the CARD includes the common program agreed to by all participating DoD Components as well as all unique program requirements of the participating DoD Components.

	
	Reference
	
	Test and Evaluation Management Guide, December 2012, 6th Edition -v1, page 162

	
	MT 1.2
	
	PMs must understand the product support package functions and the strategy are essential tenets in product life cycle management.

	
	Content
	
	Product Support. The package of support functions required to field and maintain the readiness and operational capability of major weapon systems, subsystems, and components, including but not limited to materiel management, distribution, technical data management, maintenance, training, cataloging, configuration management, engineering support, repair parts management, failure reporting and analyses, and reliability growth tracking and the logistics elements (e.g., support equipment, spares) related to weapon systems readiness. 

Product Support Strategy. The business and technical approach to design, acquire, and field the product support package to execute the sustainment strategy. It begins as a broad concept and evolves into a detailed implementation plan documented in the LCSP. 

	
	Reference
	
	DTM 10-015, October 7, 2010, Glossary page 12 -13

	
	MT 1.3
	
	The PM is responsible for Integrated Support Planning (ISP). 

	
	Content
	
	The ISP is a requirement for all Acquisition Category (ACAT) programs that connect in any way to the communications and information infrastructure including both Information Technology (IT) and National Security System (NSS) programs.

	
	Reference 
	
	Integrated Product Support (IPS) Guidebook, Chapter 12.5.1.3, page 527

	
	Reference 2
	
	DTM 10-015, October 7, 2010

	
	MT1.4

	
	PMs are responsible for planning and executing system design/s early in development, developing sound product support strategies, and addressing key drivers of cost.  

	
	Content
	
	DoD Components will ensure that sustainment factors are fully considered at all key life-cycle management decision points, and that appropriate measures are taken to reduce operating and support costs by influencing system design early in development, developing sound product support strategies, and addressing key drivers of cost. 

	
	Reference
	
	DoDI 5000.02, January 7, 2015“Operation of the Defense Acquisition System,” Enclosure 6, Life-Cycle Sustainment, paragraph 2.b. 

	
	Reference 2
	
	Integrated Product Support (IPS) Guidebook, Chapter 12 12.5.4 Software Sustainment

	
	Reference 3
	
	DTM 10-015, October 7, 2010, Attachment 2

	
	MT1.5
	
	PMs are responsible for creating and maintaining a LCSP starting at MS A.

	
	Content 

	
	Program managers for all programs are responsible for developing and maintaining an LCSP consistent with the product support strategy, beginning at Milestone A. The plan will describe sustainment influences on system design and the technical, business, and management activities to develop, implement, and deliver a product support package that maintains affordable system operational effectiveness over the system life cycle and seeks to reduce cost without sacrificing necessary levels of program support. The Acquisition Strategy will also include an overview of the product support strategy and sustainment-related contracts. 

	
	Reference

	
	DoDI 5000.02, January 7, 2015“Operation of the Defense Acquisition System,” Enclosure 6, Life-Cycle Sustainment, paragraph 3, page 113

	
	Reference 2
	
	5.1.2.2. Life-Cycle Sustainment Plan (LCSP)

	
	Reference 3
	
	IPS Guidebook, Chapter 12, 12.5.1.4 Life Cycle Signature Support Plan (LCSSP) 

	
	MT1.6
	
	The purpose of the Product Support Management IPT (PSMIPT) is to develop a product support solution.

	
	Content 

	
	The PSMIPT is a collaborative working body comprising key program staff and stakeholders whose purpose is to develop a product support solution. The PSM is responsible to the PM for the management and oversight of life cycle product support for the materiel system and software, and the PSM must establish and lead the PSMIPT to ensure its collective input, expertise, and support are leveraged to address the multitude of required supportability tasks. There are various disciplines represented within the PSMIPT, including Life Cycle Logistics, Engineering, Finance, Contracting, Legal, and individuals from other functional groups specific to the program and life cycle needs. For software intensive programs, it is critical to embed software representatives early in the program to ensure software-unique management issues are addressed.

	
	Reference

	
	PBL Guidebook Section 2.2, page 28

	
	
	
	

	SUBTOPIC 2 

	Software Sustainment 
	
	

	
	MT 2.1a
	
	The LCSP directly impacts the Product Support Strategy.  

	
	MT 2.1b
	
	The Product Support Strategy is derived from the Acq Strat, TEMP, SEP and the Product Support BCA.

	
	Content
	
	The documents prepared in support of the decision process (e.g., Acquisition Strategy, Systems Engineering Plan (SEP), Test and Evaluation Master Plan (TEMP), Life-Cycle Sustainment Plan (LCSP) should generally not be prepared solely for staff review and approval, but be intended primarily for use within the program as planning and management tools that are highly specific to the program and tailored to meet program needs. 

	
	Reference
	
	DoDI 5000.02, January 7, 2015, 5 a.4.f, page 3

	
	MT 2.2
	
	The results of the software development phase directly impact the success of the software support phase.

	
	Content
	
	The management of the software development process and the implementation of a process that ensures software supportability are among two of the most difficult challenges facing the Program Manager in management of software-intensive systems. The Program Manager should effectively address the issues of software supportability, the software test environment, and other equipment, material, and documentation, including data rights that are required to provide PDSS for those end users identified in the SDP or in other documents similar to the Computer Resources Life Cycle Management Plan.  Successful PDSS planning should assist the Program Manager in controlling software life-cycle costs.”
Post Production Software Support (PPSS) – ensures operational
sustainment of a system’s capability to meet warfighter needs

• PPSS includes all process and actions associated with sustaining
software to include:
1. Infrastructure – Organizational “Open Door”, Labs (and associated maintenance of hardware, software, etc).
2. “Operational fixed costs” and tech support needed to maintain a system: Purchasing/maintaining Licenses,
Accounting Information Assurance Vulnerability Assessments (IAVAs), Certification & Accreditation (C&A).
3. Code Maintenance (to include Capability Sets) – maintaining interoperability, ensuring network operations,
incorporating new system requirements, responding to new threats, trouble shooting/correcting issues,
ensuring compatibility with COTS updates and associated interfaces, etc.
4. Technical support required to maintain systems (includes Field Software Engineers)

	
	Reference
	
	Defense Acquisition Guidebook Chapter 4.1.3.1, Software

	
	Reference 2
	
	Department of the Army PPSS Budget Process and the Challenges ahead for Estimating Software Support

	
	MT 2.3a
	
	The types of Product Support Arrangements (PSA) may include Memoranda of Understanding (MOUs), Memoranda of Agreement (MOAs), Product Support Agreements (PSAs), and contracts, or a combination of any or all of these.

	
	MT 2.3b
	
	A PSA is a contract, task order, or any type of other agreement/arrangement (contractual or non-contractual) for logistics support.

	
	MT 2.3c
	
	There are five possible types of PSAs: MOU, MOA, PSA, Contract and a combination of the first four.

	
	MT 2.3d
	
	PSAs formalize roles, responsibilities, relationships, and commitments of the participants within the Product Support Strategy.

	
	Content
	
	1st. Product Support Arrangement (PSA) Types of this guide serve to formalize the roles, responsibilities, relationships, and commitments of the active participants in the product support strategy, including, at minimum, the PM, PSM, Warfighter customer, resourcing Commands, PSIs, PSPs, and associated stakeholders or participants in product support. Product Support Arrangements may take a variety of forms, including Memoranda of Understanding (MOUs), Memoranda of Agreement (MOAs), Product Support Agreements (PSAs), and contracts, or a combination of
any or all of these. The PSM should ensure that PSAs are in place to document and define each relationship that is part of the execution of the product support strategy. These PSAs should exactly reflect the price and performance agreements used in source selection and include agreed on mechanisms to demonstrate achievement of outcomes. The PSAs should ensure the PSM‘s plan will be executed in a manner agreeable to both the PSI and the PSM.

2nd. Product support arrangement. The term "product support arrangement" means a contract, task order, or any type of other contractual arrangement, or any type of agreement or non-contractual arrangement within the Federal Government, for the performance of sustainment or logistics support required for major weapon systems, subsystems, or components. The term includes arrangements for any of the following:

A. Performance-based logistics.
B. Sustainment support.
C. Contractor logistics support.
D. Life-cycle product support.
E. Weapon systems product support.

	
	Reference
	
	1st.DoD Product Support Manager (PSM) Guidebook, para 4.2.7

	
	
	
	2nd DoD Product Support Manager (PSM) Guidebook, para 2.4

	
	MT 2.4 
	
	The Sustainment Maturity Levels (SML) varies for product support packages.

	
	Content
	
	Rarely does the product support package for a system‘s sub-systems or components mature at the same time. For example, the design maturity for a specific sub-system may be lagging the others. Some components may be off-the-shelf, standard hardware, or made with well-established materials and processes from reliable suppliers, thus demonstrating a stable, mature design. Other components may incorporate new design elements that move well beyond the proven capabilities of a key technology resulting in a still evolving design.

	
	Reference
	
	PSM Guidebook – April 2011, Appendix H – Sustainment Maturity Levels (SMLs), 9.9, page 121

	
	MT 2.5
	
	PM’s / Product Support Managers (PSMs) should participate in the integrated product teams (IPTs) and be knowledgeable of the entire contract to ensure contracts deliverables meet their Program’s software sustainment objectives.  

	
	Content
	
	From a sustainment perspective, contracts are structured and managed to balance three major objectives throughout the life cycle of the system: delivering sustained materiel readiness; minimizing the requirement for logistics support through technology insertion and refreshment; and continuously improving the cost-effectiveness of logistics products and services. 

	
	Reference
	
	Integrated Support Element Guidebook, final Dec 2011, page 67, section 1.9

	
	Reference 2 
	
	MIL-HDBK 502, Section 8.3, 

	
	MT 2.6a
	
	DoD uses commercial standards to define five levels of software defect management from priority 1 to 5.

	
	MT 2.6b
	
	Defect priority level should be used with severity categories to determine the importance of the repair.

	
	Content
	
	Depending on the software team and stakeholders different parameters may be set and agreed upon, therefore not all discovered software program errors are considered equal. Some defects/errors have significant functional and operational impacts whereas others are in the realm of suggested improvements and cosmetic engineering. DoD uses commercial standards:

The five Severity Levels are:
1. Critical / Showstopper
2. High / Major
3. Medium / Average
4. Low / Minor
5. Low / Exception 

The 5 repair priority levels are:
1. Resolve Immediately
2. Give High Attention
3. Normal Queue 
4. Low Priority
5. Defer

	
	Reference 1
	
	http://www.splatfx.com/defects-severity-and-priority   or 
http://www.softwaretestinghelp.com/how-to-set-defect-priority-and-severity-with-defect-triage-process/

	
	MT 2.7
	
	Software maintenance is defined as the modification of a software product after delivery to correct faults, to improve performance or other attributes, or to adapt the product to a modified environment.

	
	Content
	
	Software maintenance is defined in the IEEE Standard for Software Maintenance, IEEE 1219, -- as the modification of a software product after delivery to correct faults, to improve performance or other attributes, or to adapt the product to a modified environment. The standard also addresses maintenance activities prior to delivery of the software product, but only in an information appendix of the standard. The IEEE/EIA 12207 standard for software life cycle processes essentially depicts maintenance as one of the primary life cycle processes, and describes maintenance as the process of a software product undergoing “modification to code and associated documentation due to a problem or the need for improvement. The objective is to modify the existing software product while preserving its integrity.” ISO/IEC 14764, the international standard for software maintenance, defines software maintenance in the same terms as IEEE/EIA 12207 and emphasizes the pre-delivery aspects of maintenance, planning……..

	
	Reference 
	
	IPS Element Guidebook _final Dec 2011, 5.1.10 Software Maintenance., page 274

	
	MT 2.8
	
	During the sustainment phase PMs should know that the four levels of software maintenance include organizational maintenance, field maintenance, intermediate maintenance, and depot level maintenance.

	
	Content
	
	5.2.1.2 Organizational level maintenance is maintenance normally performed by an operating unit on a day-to-day basis in support of its own operations. The organizational-level maintenance mission is to maintain assigned equipment in a full mission-capable status while continually improving the process. Organizational-level maintenance can be grouped under categories of "inspections," "servicing," "handling," and "preventive maintenance."  

Field-level maintenance comprises shop-type work as well as on-equipment maintenance activities at maintenance levels other than depot. Intermediate or shop-type work includes: limited repair of commodity-oriented assemblies and end items (e.g., electronic “black boxes” and mechanical components); job shop, bay, and production line operations for special requirements; repair of subassemblies such as circuit boards; software maintenance; and fabrication or manufacture of repair parts, assemblies, and components. On-equipment or organizational maintenance is normally performed by an operating unit on a day-to-day basis to support operations of its assigned weapon systems and equipment. Organizational maintenance encompasses a number of categories, such as inspections, servicing, handling, preventive maintenance, and corrective maintenance. Although no set of financial management systems captures the total cost of field-level maintenance, it is currently estimated to be in the range of $54 billion annually.

5.2.1.3. Intermediate Level Maintenance 
Intermediate level maintenance is that level of maintenance/repair of items that do not have to go to depot level for major work and are incapable of maintenance/repair at the organizational level. 

Intermediate Level Maintenance is the responsibility of, and performed by, designated maintenance activities in support of using organizations. The intermediate-level maintenance mission is to enhance and sustain the combat readiness and mission capability of supported activities by providing quality and timely materiel support at the nearest location with the 1owest practical resource expenditure. Intermediate level maintenance includes limited repair of commodity-orientated components and end items, job shop, bay, and production line operations for special mission requirements; repair of printed circuit boards; software maintenance; and fabrication or manufacture of repair parts, assemblies, components, including jigs and fixtures when approved by higher levels.

5.2.1.4. Depot Level Maintenance 
Per 10 USC 2460, the term “depot-level maintenance and repair” means (except as provided in subsection (b)) material maintenance or repair requiring the overhaul, upgrading, or rebuilding of parts, assemblies, or subassemblies, and the testing and reclamation of equipment as necessary, regardless of the source of funds for the maintenance or repair or the location at which the maintenance or repair is performed. The term includes: 

(1) All aspects of software maintenance classified by the Department of Defense as of July 1, 1995, as depot-level maintenance and repair, and 
(2) Interim contractor support or contractor logistics support (or any similar contractor support), to the extent that such support is for the performance of services described in the preceding sentence. 

Depot level maintenance includes the repair, fabrication, manufacture, rebuilding, assembly overhaul, modification, refurbishment, rebuilding, test, analysis, repair-process design, in-service engineering, upgrade, painting and disposal of parts, assemblies, subassemblies, software, components, or end items that require shop facilities, tooling, support equipment, and/or personnel of higher technical skills, or processes beyond the organizational level capability. Depot level maintenance can be independent of the location at which the maintenance or repair is…

	
	Reference 
	
	IPS Element Guidebook _final Dec 2011, 5.2.1.2 thru 5.2.1.4 Implementation and Management of  Maintenance., page 275 -276

	
	MT 2.9a
	
	NDS includes COTS, modified COTS (ERP), GOTS, and OSS.

	
	MT 2.9b
	
	Software that includes NDS will be more costly and take more time to maintain because we did not build the software.

	
	Content
	
	Non-Developmental Software (NDS) is any software that is not legacy software for the program, or is not developed as part of the effort being accomplished by the developer team. NDS includes COTS software, government furnished software, open source software, and software being reused from another program. NDS can provide significant benefits including faster delivery of capabilities, reduced costs, and faster technology upgrades. NDS can also introduce numerous risks to the program that can have contractual and long-term sustainment implications. Robust systems engineering is essential for developing a system using NDS.

	
	Reference
	
	IPS Element Guidebook _final Dec 2011, 12.3 Non-Developmental Software (NDS), page 528-529

	
	MT 2.10
	
	The Failure Reporting, Analysis and Corrective Action System (FRACAS) are a set of principles designed to report failures and track the corrective actions.

	
	Content 
	
	A closed-loop system for the identification of hardware/software
failures/discrepancies, their analyses to root cause, implementation of corrective actions to prevent recurrence and verification of their effectiveness; recording of data should be comprehensive to provide an accurate database for analyses.

	
	Reference
	
	Logistics Assessment Guidebook July 2011, page 88

	
	
	C4ISR
	

	
	
	Modeling and Simulations
	

	SUBTOPIC 3
	Simulations in support of Software Support/
Maintenance Planning 
	
	

	
	MT3.1
	
	M&S should be used in assessing the alternatives for major decisions affecting the design and deployment of both the end item and its support system.

	
	Content
	
	M&S can be an effective tool in the supportability analysis and evaluation process in implementing life-cycle management principles because all the sustainment/materiel readiness driver metrics can be considered in parallel.  Consequently, the sustainment M&S objective should be to use validated models to consider materiel availability/readiness implications when assessing the merits of alternatives throughout the life cycle.  M&S should be used in assessing the alternatives for major decisions affecting the design and deployment of both the end item and its support system.  Properly applied M&S encourages collaboration and integration among the varied stakeholders (including the test and transportation communities) facilitating materiel availability and system effectiveness.

	
	Reference
	
	https://dap.dau.mil/acquipedia/Pages/ArticleDetails.aspx?aid=a5c33c4c-f9d6-47ab-a52d-db7224c812ed

	
	Reference
	
	Defense Acquisition Guidebook, Para 5.4.1.6.2.
Defense Acquisition Guidebook, Para 5.4.2.5.2.
Defense Acquisition Guidebook, Para 5.4.3.5
Defense Acquisition Guidebook, Para 5.4.4.5.2.
Defense Acquisition Guidebook, Para 5.4.5.5.3

	
	MT 3.2
	
	Software sustainment and maintenance are important because many multi-mission systems are reliant on the effective functioning of their software.

	
	Content
	
	Software maintenance consists of correcting faults, improving performance or other attributes, and adapting to a changing organization and technical environment. To be complete, there is usually a fourth category of maintenance activities focused on anticipated problems, or preventive maintenance.

Software sustainment addresses other issues not always an integral part of maintenance such as documentation, operations, deployment, security, configuration management, training (users and sustainment personnel), help desk, COTS product management, and technology refresh. Successful software sustainment consists of more than modifying and updating source code. It also depends on the experience of the sustainment organization, the skills of the sustainment team, the adaptability of the customer, and the operational domain of the team. Thus, software maintenance as well as operations should be considered part of software sustainment. The Software Engineering Institute has developed a report under DoD contract on "Sustaining Software Intensive Systems", found at http://www.sei.cmu.edu/reports/06tn007.pdf.

	
	Reference
	
	Integrated Product Support Guidebook, Chapter 12 12.5.4 Software Sustainment

	
	Reference 2
	
	DAG, Chapter 9 - Test and Evaluation (T&E), 7.3.6.7.2. Chapter 2. Analysis

	
	
	Defense Business Systems
	

	SUBTOPIC 4
	New Technology & Modifications
	
	

	
	MT 4.1
	
	PMs/PSMs should ensure software solution architecture is developed with the flexibility to allow for modification sover the life cycle of the systems.

	
	
	
	
12.5.4.2.  Upgrades Per the DAG 4.4.16, The PM/PSM should structure a software development process to recognize that emerging capabilities and missions will require modification to software over the life cycle of the system. To deliver truly state-of-the-software, this process should allow for periodic software enhancements. 

The DoD should use performance specifications (i.e., DoD performance specifications, commercial item descriptions, and performance-based non-Government standards) when purchasing new systems, major modifications, upgrades to current systems, and commercial and non-developmental items for programs in all acquisition categories. The Department should emphasize conversion to performance specifications for re-procurements of existing systems at the subsystems level; and for components, spares, and services, where supported by a business case analysis; for programs in all acquisition categories. 

12.5.4.3 Modifications 

Software modifications management strategy and implementation plan should be contained in the Software Development Plan (SDP). The Software Development Plan describes a developer's plans for conducting a software development effort. The term "software development" in this context is meant to include new development, modification, reuse, reengineering, maintenance, and all other activities resulting in software products. The SDP provides the acquirer insight into, and a tool for monitoring, the processes to be followed for software development, the methods to be used, approach to be followed for each activity, organization, and resources. The SDP should be developed in the contractor‘s preferred format, and should document all processes applicable to the system to be acquired, at a level of detail sufficient to allow the use of the SDP as the full guidance for the developers. It should contain or reference specific standards, methods, tools, actions, reuse strategy, and responsibility associated with the development and qualification of all requirements, including safety and security. 
Software confirmations from LCMC Software Engineering Directorates, regression testing, and vulnerability testing must all be done to ensure Defense Information Assurance Capabilities Assessment Program (DIACAP) compliance is maintained. 


	
	Reference
	
	Integrated Product Support Element Guidebook 12.5.4.2 Upgrades

	
	Reference 2
	
	Integrated Product Support Element Guidebook 12.5.4.3 Modifications

	
	Reference 3
	
	DAG 4.4.16

	
	
	Infrastructure (e.g., Cloud)
	

	SUBTOPIC5
	Leveraging Technology Advances to improve performance
	
	

	
	
	Agile Development / BDS
	

	
	MT 6.1
	
	PMs should plan for and consider sustainment attributes, associated enablers and barriers that may impact transitioning a SW technology or initiative.

	
	Content
	
	Generally in a program of record sustainment planning is a deliberate activity. In transitioning a technology or initiative the following sustainment attributes and associated enablers and barriers should be considered. 

Projected Life Cycle - The projected life cycle of the technology or initiative is long enough (more than 5 to 10 years) to warrant inclusion in a program of record rather than: (1) throwing the item away and replacing it with a newer version when it breaks; (2) handling sustainment with a ―command support‖ contract; or (3) relying on the S&T developer to sustain it. 

Enabler: The projected life cycle of the initiative is long enough that it makes sense for a program of record to assume the responsibility of its sustainment. 

Barrier: The projected life cycle of the initiative is of such potential brevity that it does not make sense for a program of record to assume the responsibility of its sustainment. 

Field Maintenance Approach - A field (operator, organizational, and intermediate) maintenance approach exists or is not required (e.g. throw-away or warranty or return to depot) for the technology or initiative. 

Enabler: A maintenance approach consistent with the initiative exists, or field maintenance is not required. 

Barrier: Field maintenance is required and the maintenance approach of the program of record is inconsistent with the initiative. 

Depot Maintenance Approach - A depot maintenance approach exists that is compliant with Title 10 50/50 and Core provisions or is not required (e.g. commercial item warranty or throw-away). 

Enabler: As described above. 

Barrier: There is no depot maintenance system available, but the initiative is not supported by warranty, nor is it managed as a throw-away item. 

Spares - If the technology or initiative is or includes hardware, spares have been identified and are available to support maintenance at the specified maintenance levels (operator, organizational, intermediate, and/or depot) or they are not required (e.g. commercial item warranty or throw-away). 

Enabler: As described above. 

Barrier: Spares are required, but they are not available, or they are available but are not composed in a manner consistent with the maintenance level applied by the program of record. 

Training - Operator training and training for organizational, intermediate and depot maintenance has been conducted and continues to be available for both operator and maintenance at skill levels appropriate for the designated military or civil service specialty codes. 

Enabler: As described above. 

Barrier: Training is required, but it has not been conducted. Furthermore, there is some significant obstacle to the development of training materials and the performance of initial training consistent with the needs of the program of record. 

Test and Support Equipment - Any unique test and support equipment (and associated software) that was developed to support the technology or initiative is available and its design, operation, and maintenance are documented. 

Enabler: As described above. 

Barrier: Such support equipment is likely to be required, but it is not developed, and there is some significant obstacle to its timely procurement. Or, available support equipment is unsupported by documentation to such an extent that its continued use in sustainment is impaired.

Maintenance Manuals – Hardware, software, and other maintenance manuals have been developed, verified, and validated. They are up to date and available for maintenance at skill levels appropriate for the designated military or civil service specialty codes. 

Enabler: As described above. 

Barrier: Manuals have not been developed, and there is some obstacle to their timely development. Or, available manuals are not consistent with the skill levels appropriate for the designated military or civil service specialty codes. 

Technology Refresh - A technology roadmap has been developed for the technology or initiative. Recommended technology refresh cycles have been established and are consistent with the maintenance and spares approaches. 

Enabler: As described above. 

Barrier: Recommended technology refresh cycles are not consistent with the maintenance and spares approaches of the program of record. Or, assessment of technology refresh of the initiative/prototype has not been performed, and it is of a complexity that indicates failure to perform this assessment represents an unacceptable risk to the transition. 

Software Maintenance - Provisions have been made for software maintenance including documentation, assignment of responsibility, source code, programmer‘s manuals, development/maintenance hardware, software and tools. Software maintenance provisions are consistent with the skill level of the designated software maintenance organization. 

Enabler: As described above. 

Barrier: Appropriate provisions for software maintenance have not been made, and sustainment of the initiative or prototype includes software maintenance. 

50/50 and Core Issues - The introduction of the technology or initiative does not impact Depot Source of Repair decisions for the program receiving the technology or initiative. 

Enabler: As described above. 

Barrier: The transition of the initiative into the program of record will or might plausibly represent a conflict with pre-established Depot Source of Repair decisions. 

Operations and Maintenance Personnel and Skills - The skill levels and specialty codes for operating and maintaining the technology or initiative have been specified and are assigned in sufficient numbers to the operational units which will be operating and maintaining the receiving system. 

Enabler: As described above. 

Barrier: The skill levels and specialty codes have not been identified, or they are inconsistent with the approach used by the program of record.

	
	Reference
	
	Agile_Implementation_Handbook_2_3_11, page 104 public releasable

	
	MT 6.2
	
	PMs should ensure PWS for software maintenance encourage the use of Agile and iterative development methodologies as the preferred software maintenance development method.

	
	Content
	
	Language for Maintenance of Software: “The contractor shall maintain the software to include fixing defects, application software, tools, capabilities, and databases for the software applications, and related functionality in support of the user community and the Program Management Office. The contractor shall apply Agile and iterative development methodologies in order to provide timely capabilities to the user community. The maintenance tasks also include maintaining system/software engineering, integration activities, system security, program lifecycle documentation, application documentation, and database documentation required for continued software support and requirements management. Target release timeframes will be conducted in 2-week iterations with releases to production at least once every two months.” 

	
	Reference
	
	https://playbook.cio.gov/techfar/, page 41

	
	MT 6.3
	
	[bookmark: _GoBack]It is critical to ensure that as the hardware of a system changes, the software can be easy to change as well; mature IT solutions have this characteristic.

	
	Content
	
	Computer hardware due to the rapid pace of technology change is often acquired through a Commercial-Off-the Shelf (COTS) system. Per the Defense Acquisition Guidebook, maximum use of mature technology (including non-developmental and/or standards based COTS computer hardware) provides the greatest opportunity to adhere to program cost, schedule, and performance requirements by leveraging industry's research & development and is consistent with an incremental acquisition approach.

	
	Reference
	
	IPS Element Guidebook _final Dec 2011, 12.3 Hardware, page 524









